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OBJECTIVE: 
Offering an impressive experience of over 10+ years in delivering optimal results and business value via 
technology solutions. Relevant 7 Yearsof Experience on IDAM. 
 
PROFILE 

 
 

 8.3 years of experience in IT Industry 
 

 Technically competent and highly empowered IT Professional offering cross-functional 
experience of 10+ years in the areas of Information Systems, (Business Solution Implementation) 
inclusive of team building, competency development, process reengineering , pre-salesand PMO. 

 
 Currently spearheading functions as Technical Architect with Capgemini Technology 

Solution,India, Chennai; (2015- Till date) part of IAM implementation in the factory with 
experience in Identity management. 

 
 Worked as Architect with Cognizant Technology Solution, Chennai;(2009-2015) part of IAM 

implementation in the factory with experience in Identity management. 
 Worked as Sr. Software Engineer with Patni Computer Systems, Chennai;(2005-2009) for Identity 

and Access Management technologies. 
 

 Expertise in debugging, troubleshooting and implementing strategies towards enhancing 
business volumes and growth while analyzing & assessing revenue potential in new business 
opportunities. 

 
 Proven expertise in project management activities including planning, design, resource 

administration, risk planning, contingency handling, progress monitoring and achieving timely 
delivery of the solution; exposure in the development and deployment of Enterprise Automation 
Systems, aimed at facilitating strategic business goals, working on RFI & RFP’s. Also handle 
monthly billing and invoice generation activities for fixed bid and T&M mode projects. 

 
 Currently involved in Sailpoint Identity IQ Implementations & Management for GE Corporate 

application integration. 
 

 Previously managing 6 different projects from various IAM stream like Sun Identity Manager, 
SailPoint Identity IQ, Oracle Identity Manager, Dell Quest IdM. 

 
 Proven Expertise in handling overall ownership for the IT functions like, Identity Life cycle 

Management, Access governance. 
 

 An assertive manager, capable of performing a wide range of people management functions 
from recruiting through on-boarding, goal setting, performance appraisal, training, competency 
building, resource utilization & capacity planning. 

 

 

ORGANIZATION SCAN 

 

Project#01: 

 

Service area  : Technology Risk   

 

Industry  : Xyz 

 

Role   : Senior Consultant       

 

Duration  :   Xyz 



 

 

Responsibilities: 

 

Xyz Program Management Office (PMO) manages business-driven programs, subject matter experience, 

and initiatives amongst several joint programs, internal and external to Department of Veterans Affairs 

(VA).  

 

VA operates the nation's largest integrated health care system, with more than 1,700 hospitals, clinics, 

community living centers, domiciliaries, readjustment counseling centers, and other facilities. VA 

administers a variety of benefits and services that provide financial and other forms of assistance to 

Service members, Veterans, their dependents and survivors.  

 

Several Enterprise level services have been identified to support the VA Information Technology (IT) 

applications. One of these ͞common services͟ includes establishing enterprise wide Identity and Access 

Management (IAM) Services for internal and external stakeholders. IAM services encapsulate people, 

processes, and technology to identify and manage the data used in an information system to 

authenticate users and grant or deny access rights to data and applications.  The goal of IAM is to 

provide appropriate, authenticated access to the VA across a variety of internal and external managed 

end-points. 

 

 

 

Project#02: 

 

Service area    : Technology Risk   

 

Industry    : Xyz 

 

Duration    :   Xyz 

 

Role     : Configured and deployed SailPoint IdentityIQ in DEV and 

SQA environments in high availability 

 

 

Description: 

 

Xyz is a state supervised and locally administered social service system. Providing oversight and 

guidance to 120 local offices across the state, VDSS delivers a wide variety of services and benefits to 

over 1.6 million Virginians each year. 

 

VDSS’ programs are designed to help Virginia’s most vulnerable citizens find permanent solutions to 

life’s many challenges. The Department is responsible for administering a variety of programs, including 

Temporary Assistance for Needy Families (TANF), Supplemental Nutrition Assistance Program (SNAP), 

Medicaid, Adoption, Child Care Assistance, Refugee Resettlement Services, and Child and Adult 

Protective Services. 

 

Xyz was engaged by the Virginia Department of Social Services (VDSS) for the enterprise-wide 

deployment of the administrative and client-side single sign-on solution using Oracle eSSO suite of 

products.  This also includes development and testing of application integration functions for standard 

and custom applications. The eSSO system will leverage the Oracle Internet Directory based 

infrastructure to host Authentication and Central Stores. The Central Store is used to store application 



specific credentials and eSSO specific configurations. Authentication store is used to store user specific 

credential.  

 

Role: 

• Design enterprise architecture for Simplified Sign-on solution involving eSSO, OID and OpenLdap. 

• Deployment and configuration of server and client eSSO softwares 

• Standing up Oracle Internet Directory structure for central user profile storage 

• Integrating eSSO with OID and openLDAP for Authentication and SSO.  

• Creation of application templates and password policies 

• Testing, validation and use case preparation for various functional scenarios 

• Creating deployment packages for pushing to end user desktops 

• Maintenance and support pre and post go-live 

 

 

Project#03 

 

Service area    : Technology Risk   

 

Industry    : Xyz 

 

Duration    :   Xyz 

 

Environment    : Oracle eSSO 11.1.2.1.0, WebLogic 10.3, 11.1.1.7 Oracle 

Internet Directory and Oracle Database 11gR2. 

 

Description: 

 

Xyz is to develop and produce United States currency notes, trusted worldwide. As its primary function, 

the BEP prints billions of dollars - referred to as Federal Reserve Notes - each year for delivery to the 

Federal Reserve System. The Federal Reserve operates as the nation's central bank and serves to ensure 

that adequate amounts of currency and coin are in circulation. The BEP also advises other Federal 

agencies on document security matters. In addition, the BEP processes claims for the redemption of 

mutilated currency. The BEP's research and development efforts focus on the continued use of 

automation in the production process and counterfeit deterrent technologies for use in security 

documents, especially United States currency.  

 

Deloitte was engaged in the implementation of an Identity Management solution to support the growth 

in the number of users and systems within BEP using CA Identity Management suite.  The Identity 

Management solution will provide Web Access Management and User Provisioning. 

Role: 

• Configured and deployed CA Governance Minder in DEV in high availability mode 

• Design and implementation of role engineering within company’s environment to maximize the 

efficiency of current roles 

• Deployed the Certification Process for User/Application/Role using CA GM 

 

 

 

 

 

 

 

 

 



Project#04 

 

Description: 

 
● Xyz client to setup SailPoint IAM.Provide Architecture solution and road map till 2016. Few 

accomplishment for this business are as below 

o  Birth right access  
▪ Setup aggregation task against feed file.  
▪ Automate provisioning to Active Directory and exchange account.  
▪ Assign users with role. 

o Self service  
▪ SAR form automation  
▪ Access express portal integration.  
▪ Curl client integration. 

o Certification  
▪ Plain vanilla certification for Active directory and exchange account – Annual. 

o Others  
▪ Few other UI customizations on Legends.  
▪ Complete workflow customizations. 

 

 

 

Project#05: 

Service area    : Technology Risk   

 

Industry    : Xyz 

 

Duration    :   Xyz 

 

 

Xyz is to develop and produce United States currency notes, trusted worldwide. As its primary function, 

the BEP prints billions of dollars - referred to as Federal Reserve Notes - each year for delivery to the 

Federal Reserve System. The Federal Reserve operates as the nation's central bank and serves to ensure 

that adequate amounts of currency and coin are in circulation. The BEP also advises other Federal 

agencies on document security matters. In addition, the BEP processes claims for the redemption of 

mutilated currency. The BEP's research and development efforts focus on the continued use of 

automation in the production process and counterfeit deterrent technologies for use in security 

documents, especially United States currency.  

 

Deloitte was engaged in the implementation of an Identity Management solution to support the growth 

in the number of users and systems within BEP using CA Identity Management suite.  The Identity 

Management solution will provide Web Access Management and User Provisioning. 

Role: 

 Configured and deployed CA Governance Minder in DEV in high availability mode 

 Design and implementation of role engineering within company’s environment to maximize 

the efficiency of current roles 

 

Project#06: 

Technical Environment   :  CA GM 12.6, Tomcat and Oracle Database. 

Industry    : Xyz 

Duration    :   Xyz 



 

 

 

 

Description: 

Deloitte Consulting will work with MnSCU through a series of activities to effectively assist MnSCU in 

achieving the objectives of EAM readiness initiative, Deloitte will leverage the following customized 

approach based upon Deloitte’s IAM methodology. 

 

 Assess the maturity level of the different IAM components in existing environment, on a 

broader basis. 

 Current state assessment takes into account user life cycle management, web access 

management, identity federation, role management and directory components  

 Confirm the IAM business requirements that are currently being gathered  

 Develop an IAM roadmap for replacing the legacy systems given the sunset of the Waveset 

product  

 Conduct a SWOT (Strengths, Weaknesses, Opportunities and Threats) analysis of leading IAM 

product vendors that address MnSCU’s business requirements  

 Perform a gap analysis between current and future state IAM solution  

 Provide recommendations in terms of IAM products and analysis of benefits of switching to 

the Oracle IAM suite procured by the State of Minnesota  

 Provide options to MnSCU’s executive team for a go forward IAM strategy  

 Develop a template to evaluate campus readiness for EAM migration  

 

Role:  

 Involved in developing the SWOT analysis of leading different IAM products 

 Performed gap analysis between existing and future state IAM solution 

 

 

 

 

 

 

 

 

 

 


