Chapter 5 - Central Administration

Terms

This Windows SharePoint Services Operations Guide (WSSOPS) from the Computer Information Agency is
provided as is. Every effort has been made by the author to ensure that information provided is correct
however this cannot be guaranteed.

By using the Guide you also acknowledge that any work performed on production systems is a potentially
dangerous act and may involve significant business risk and downtime. You hereby agree to release, waive
and discharge the Computer Information Agency and/or the author from any liability incurred to yourself,
your business or customers for any and all loss or damage, and any claims or demands therefore on
account of problems arising from the use of this Guide.

By using this guide you hereby assume full responsibility for any risk to computer systems, now and
forever arising out of, or related to the use of this Guide on any computer system.

Distribution and Duplication Guidelines

This document is copyright and only available directly from the Computer Information Agency. This work
is now licensed under Creative Commons.

http://creativecommons.org/licenses/by-nc-sa/4.0/

By using this Guide you agree to these terms.
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5.1 Scope

SharePoint Central Administration is the location where much of the administration and
configuration of the whole Windows SharePoint Foundation 2010 (WSF) environment is
performed, such as creating new web applications, configuring content databases and
so on. Normally you access the Central Configuration site on the WSF server itself but
since it is also a web site you can access it across your network via any browser,
provided you have the appropriate credentials and know what TCP port the site is on.

It is important to remember that WSF can be extended beyond a single server to include
things like web front ends and back end databases. Using the SharePoint Central
Administration you can configure and manage all the servers in the WSF environment
centrally.

5.2 Security

Access to the WSF Central Administration web site is restricted by default to any user or
group that is a member of the Local Administrators group on the WSF server. By default,
the network domain group, Domain Admins is always a member of the Local
Administrators group and thus, every network domain administrator has full access to
the WSF Central Administration web site.
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You access the Central Administration site by logging onto the WSF server and selecting
Start | All Programs | Microsoft SharePoint 2010 Products | SharePoint 2010 Central
Administration.
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Once the Central Administration site is opened you will see three a familiar SharePoint
site with a Quickstart menu on the left and icons and hyperlinks to the right as shown

above.

The administration functions are grouped into the following headings: Application
Management, Monitoring, Security, General Application Settings, System Settings,
Backup and Restore, Upgrade and Migration, Configuration Wizards.

To access any of the options simply click on them.

5.3 Application Management
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Once you select Application Management from the Quickstart menu on the left you will
be presented with the screen above, showing 4 items: Web Applications, Site
Collections, Service Applications and Databases. Each of these heading has a number of
management links underneath that you can click.

Web Applications

The first major option under Application Management is Web Applications and the
options that are available here include: Manage web applications and Configure
alternate access mappings.

Manage Web Applications

Each WSF server in a SharePoint “farm” may contain a number of different web

applications. By selecting the option Manage Web Applications from the Application
Management tab you can view and interact with these services.

!I 'Fnaac
Wieh Applications ———
| Manage Features Elocked File Types
o = Managed Paths 5 User Permissions
Mews  Extend Delete General Authentication Self-Service Site User Anonymous Permission
= Settings - Senice Connections Froviders Creation Wieb Part Security Folicy Palicy Foligy
Contribute Manage Security Palicy

Central
Administration Hame: LRL Fort
Application Management  shzrepaint - 50 httpAfserverd a0
System Settings SharePaint - 40360 http:/fserverd0360/ 40360

Manitaring SharePoint Central Administration vd http:/fserver:41108/ 41108
Backup and Restore

Security
Upgrade and Migration

General Application
Settings

Configuration Wizards

Once you select the Manage Web Applications link you will see a screen like that shown
above. In it you will see a list of the WSF web applications on the ‘farm’ as well as the
ribbon interface across the top.

From here you can perform a number of operations on these web applications by simply
selecting them and then using the menu items on the ribbon interface.

Manage Web Applications (Web applications general settings)
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By selecting the web application and then General Settings from the pull down menu
under General Settings on the ribbon menu you can examine and change a number of
default settings for that application.
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Web Application General Settings

0] 4 Cancel

Default Time Zone ]
Select time zone

Zhoose the time zone for
sikes that get created on
this web application.

(UTiC4+10:000 Canberra, Melbourne, Sy

Default Quota Template
Select quota ternplate

Select the quoka kemplate Iﬁ
used by default for all sike No Quota
collections, Click Quota o
Templates ko define new Storage limit:

queta ternplates. Mumber of invited users:

Person Mame Smart Tag .

and Presence Settings Enable Person Marme smart tag and Online Status for members:
‘iith Pe_rsnn MName smart kag (o Yes e Mo

and online Status enabled,

online presence information

is displayed next to member

names and the Person Mame

smart tag appears when

users hover over a member

name arwwhere on this sike,

Alerts .
Alerts on this server are:

Specify the default settings I e
For alerts on this Web on off
application. Maximum nurmber of alerts that a user can create:

o 500

e Unlimited nurmber

|

After you create a WSF site there are a number of settings that can be accessed via
General Settings in the ribbon menu. Here you can set the default time zone for the site
as well a default quota template.
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web Application General Settings
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Bins will ermpty all the
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The second stage Recycle
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users have deleted From
their Recycle Bin for easier
reskore if needed. Learn
about configuring the
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Maximum Upload Size

Specify the maximum size ko
allow For & single upload ko
any site, Mo single file,
group of files, or conkent,
can be uploaded if the
combined size is greater
than this sekking.

Customer Experience
Improvement Program
Collect wehb site analvtics
abiout web pages on this
web application, Please read
the Administration quide

Recycle Bin Status:
& on O off

Delete terms in the Recycle Bin:
@ .C'.f'terl
c Mewver

Second stage Recycle Bin:

B dd |
stage deleted iters.

O off

30 davys

50 percent of live site quota for second

Maxirnurm upload size:
| 50 MB

Enable Customer Experience Improvement Program
« Yes
C Mo

Further down you can also set the handling of the recycle bin and the default document
upload size, which is 50MB by default. You can also control alerts and their frequency.
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names and the Person Mame a
smatk tag appears when

users hover over a member
name anywhere on this site,

Alerts .
Alerts an this server are:
specify the defaulk settings i e
fFor alerts on this \Web on off
application, Maximurn number of alerts that a user can create:
@ 500

e Unlirited nurnber

R55 Settings
9 Enable RES feeds:

Specify the server-wide ol e
sethings For S5 Feeds. s e

Blog API Settings
g 9 Enable Blog &PI:

Choose whether or not ko iy o

enable the MetaWeblog APT s e

fFor this web application. Accept user name and password from the AP
i {*

If the setting to accept user Tes Mo

name and password is off,
the currently configured
authentication method will
be used,

Browser File Handling
C Permissive

Specifies whether additional o Strict
security headers are added
ko documents served o web -

Further down you can control RSS feeds on the site. If the RSS settings are disabled,
then no list or library will have an RSS configuration visible.
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web Application General Settings
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users have deleted from stage deleted items.
their Recycle Bin for easier O o

reskore if needed. Learn
about configuring the
Fecwvcle Bin,

Maximum Upload Size . .
Maxirnurm upload size:

Specify the maximum size ko | 50 ME
allow For & single upload ko

any site, Mo single file,

group of files, or conkent,

can be uploaded if the

combined size is greater

than this sekking.

Customer Experience

Improvement Program

Enable Customer Experience Improvement Program

Collect web site analytics LR

abiout web pages on this o

web application, Please read Mo

the Administration quide -

At the bottom is also the option to participate in the Customer Experience Improvement
program which is send anonymous information about the WSF site back to Microsoft to
assist them improving the product. You will not that this option is enabled by default.

Manage Web Applications (Workflow)

© www.ciaops.com
29 December 2014

Page 11


http://www.ciaops.com/

Chapter 5 - Central Administration

_ Give Feedback
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Backup and Restore
Security
Upgrade and Migration

General Application
Settings

Configuration Wizards

To access the workflow settings for a particular web application, simply select the web
application from the list and then select Workflow from the menu that appears under
the General Settings button on the ribbon interface.

User-Defined Workflows

Enable user-defined workflows for all sites on this
Users can assemble new web application?
workflows out of building .
blocks deploved to the site. C Tes . Mo
These workFows cannot add
code. Thew can only reuse
code already deploved by
the administrator,

Workflow Task . .
Alert internal users who do not have site access

Motifications :

Set options Faor how users when they are assigned a workflow task?

without access to the sibe & O

are notified of pending . .

workflow Fasks. fllow external users to participate in workflow by

sending them a copy of the docurnent?
e Tes « Mo

QK | Cancel |

Workflows are a feature of WSF. They allow the completion of a range of automated
tasks and routing. They can be applied to a wide variety of items in WSF and are enabled
by default. This option allows you to change this if necessary as well as configure other
workflow settings.
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Manage Web Applications (Remove SharePoint from an IIS Web site)

[ 1]
o [ Manage Features Iy L& Blocked File Types = = =
¢ W X ' - SE 23 B &
e @Managed Paths — @Userpermissions =
Mews  Extend  Delete General . . Authentication Self-Service Site . User  Anohymaus Permissior
- Settings » (@) Serice Connections Prowiders Creation i@ ¥Web Part Security Paligy Palicy Palicy
Contributs Delete Web Application Secutity falicy)
Central ERemo\re SharePoint from I35 Web Site i
Administration Marne LRL
Application Managerment  sparepaint - 80 http:/fservers
Systemn Settings SharePoint - 40360 http:/fserverd 0360/
Monitoring sharePoint Central Administration va http:/fserverd 1108/

Backup and Restore
Security
Upgrade and Migration

General Application
Settings

Configuration Wizards

This option can be thought of as deleting an extended web application. That is where
you have extended WSF to an additional web site yet have it still pointing to an existing
content database. You typically use this option when you want to configure a site to
support SSL access outside your organization but not inside.

You can choose whether to delete only the SharePoint components from the IIS website
or the whole IIS web site. Note, that it will not delete the WSF content database, this
operation only relates to IIS.

Before you delete ensure you have selected the correct web application in the Web
Application area in the middle of the page. Then select menu from the Delete button in
the ribbon interface and then the option Remove SharePoint from 1IS Web Site.
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TIC ; oint From 117
Deletion Dptions
Select 115 web site and zone to remove
Decide if wou would like to -
FEMOYE tl:le associakion of I SharePoint - 80 (Default) ;I
the II5 web site with this Delete IIS web sites
web application, or actually -
delete the 115 web site, If Tes
vou choose delete, all 115 % o
metabase entries referring
to these web sites will be
deleted, even if other non-
SharePoint applications are
using them,
(04 Cancel

You will then be prompted with the above windows to confirm that you wish to delete
the 1IS web site. Select the Yes option and then the OK button to remove it.

Remember, once deleted a site is removed and cannot be easily restored.

Manage Web Applications (Delete Web Application)

Web Applications

i [ﬁ Manage Features Ty _E,Blocked File Types v ‘| ¥ s ‘|
0 P—-| x @Managed Paths I—Q E@ @UserPermissions |L3 IL? lﬁ\;

Mews  Extend Delete zeneral Authentication Self-Service Site User  Aporymous Permission
o Settings » @k Setvice Connections Providers Creation i Web Part Security Palicy Policy Policy

ContributeiDelete ek Application { Security Falicy

Central Remowe SharePoint from O3 Web Site

administration Hame URL

Application Management  gharepaint - 80 http:/fservers

System Settings SharePaoint - 40360 hittp:/fserveri 40360/

Monitoring SharePoint Central Administration w4 http://serveri4110a8/

Backup and Restore
Security
Upgrade and Migration

General Application
Settings

Configuration Wwizards

This is very similar to the Remove SharePoint from IIS Web Site option mentioned
previously, but apart from removing SharePoint from an IIS web site you can also delete
references to the site from the configuration database, IIS and SQL including the content
database. It is more likely that you will use this option to completely remove a site that
has been created.
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Ensure that you have selected the correct Web Application in the middle area. Then
select menu from the Delete button on the ribbon interface and from there select
Delete Web Application.

» Application

Deletion Options
Delete content databases

Decide if vou would like ko

delete the content: C ves

databases associated with I

this web application. IF wou Mo

choose to delete these Celete IIS web sites
databases, all of the sites in

them will be losk unless vou  Yes

reskore the database From a

backup. & ho

Decide if vou would like ko
remove the association of
the IIS web site with this
weh application, or actually
delete the 115 web site, IF
vou choose delete, all 115
metabase entries referring
ko these web sites will be
deleted, even if other non-
SharePoint applications are
using therm,

Delete Zancel

You will then see the following Delete Web Application window. If you elect to leave the
content database in place it can be attached to another WSF site.

To complete the process select to delete both the content database and the IS web site
and press the Delete button. Remember once deleted the site, content database and IIS
web site is removed.

Configure alternate access mappings

It is possible to display WSF information via number of different URL’s. The definitions
under Configure alternate access mappings under the Farm Management section in
Systems Settings.

When a WSF site is initially created it is given a default mapping usually equivalent to
the name it was defined during creation, which typically is the name of the server on
which it is installed. However, in some cases this information may need to be accessed
securely (via SSL) or externally (from the Internet). In each case WSF needs to know how
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to handle these different requests for the same site so that the correct information,
content and links are returned to user’s browser.

¢ _'SﬁgrePoint‘zom Central Administration » Alternate Access Mappings

o

Central
administration [ Edit Public URLs = Add Internal URLs =i Map to External Resaurce Altzrnate Access Mapping Collection:  Show all -

Application Management

Systern Settings Internal URL Zone Public URL for Zone
Monitorin
4 httpedfserver403sn Default http:ffserver40360
Backup and Restore
" http:diserver Default http i /fserver
Security
http://server:41108 Default http:Afserver:41108

Upgrade and Migration

General Application
Settings

Configuration Wizards

The window will display the list of the applications in WSF. You are able to change this
view via the option in the top right of the window next to Alternate Access Mapping
Collection. Simply click on the arrow to display the menu to make changes to what is
displayed.

Selecting the Edit Public Zone URLs from the menu will display the window below.
There are five zones that you can use but typically you will use Internet and Default. If
you are having issues accessing a WSF site externally then you need to ensure that the
address in the Internet (or Extranet) zone matches the public URL you are using.

d .'§F§rePointzom Central Administration » Edit Public Zone URLs

Central Alternate Access Mapping Collection

Administration Alternate Access Mapping Collection: | SharePoint - 80 -
Select an Alternate Access Mapping Collection,

Application Management

Systemn Settings Public URLs

Manitaring Default
Enter the public URL protacal, host, and port ta use For this resource in any or all of the Ihttp://sarver
Backup and Restore zones listed, The Default Zone URL must be defined, It will be used i needed where the
public URL For the zone is blank and For administrative actions such as the URLs in Quaota e Intranet
Security -mail. http:/fgo. microsoft.com/fulinkf7LinkId=114554 I
Upgrade and Migration
o Internet
General Application
Sethings I
Configuration Wizards C'I"Stc'm
Extranet
Save | Delete Cancel

If you do need to make a change to a site ensure that the correct site is displayed in the
upper right of this screen to the right of the text Alternate Access Mapping Collection.
You can select the desired site by pulling down the arrow to the right of this and making
your selection.
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The other handy feature of different zone URLs is that each can have a different
authentication provider. This means that those inside your network using the Default
zone could be using Windows authentication, while those accessing the site externally
via the Internet zone could be using forms based authentication.

In most cases only the Default zone will be set when you create a WSF site, so if
alternate mappings are required you will need to go in here and set the appropriate
values. Once you have completed these simply press the Save button.

Site collections

The second major option under Application Management is Site collections and the
options that are available here include: Create site collection, Delete a site collection,
Confirm site use and deletion, Specify quota template, Configure quotas and locks,
Change site collection administrators, View all site collections and Configure self-service
site creation.

Create site collections

application Managerment

Web Application
Systern Settings Web Application: | https//server:40360; -
Select a web application,

Manitoring

Backup and Restore To create a new web application go ko Kew Web application page.

Security

Upgrade and Migratian Title and Description Title:
General Application Type a title and description For your new site, The title will be displayed on I
Settings each page in the site,

Description:

Configuration Wizards

=

Web Site Address

URL:
Specify the URL name and URL path ta creake a new site, or choose ta http:f,-’server:4l]35l]| /swtes;";"
create & site at a specific path.

To add a new URL Path go to the Define Managed Paths page.

Template Selection
Select a template:
A4 site template determines what lists and features will be available on your
niew site, Select a site kemplate based on the descriptions of each
template and how you inkend to use the new site, Many aspects of a site

Collaboration | Meetings = Enterprise | Customn

can be customized after creation, Howewver, the site template cannaot be Blank Site
changed once the site is created, Document Waorkspace
Blog

Group Work Site

A site collection is basically a Sharepoint site that is hosted on a web application using a
content database. Your can have multiple sites on a single web application and on a
content database but generally there will only be one.

When you create a site collection you need to specify a title, URL, a template and
security for the collection. Once you have specified that information and pressed the OK
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button a new site collection will be created. User can then access the URL of the new
site collection and start entering information.

Delete a site collection

Central
Adrministration

Application Management
Systermn Settings
Monitoring

Backup and Restore
Security

Upgrade and Migration

General Application
Settings

Configuration Wizards

) §F§rePoint‘2010 Central Administration » Delete Site Collection

Use the settings an this page to completely delete a top-level site and any subsites of that site an this web application.

Site Collection

Select a site collzction,

Warning
All content and subsites will be lost, Deleting this site collection will permanently destroy

» documents and document libraries;

» lists and list data, including surveys, discussions, announcements, events;
site configuration and settings;

roles and security information relating to the site;

s subsites of this Web site, their contents, and user information.

To continue with the deletion, click Delete,

Important: This action will permanently delete all content and user information, but the

hard disk space will not be immediately svailsble. When you delete a large site, SharePaint
removes data gradually for performance reasons. To perform an immediate deletion, you

need to run a set of commands using, for example, Power Shell or the Object Model, Find

more infarmation, see the SharePoint Help system.

Site Collection: | http://server -

You are about to delete the following site collection:

URL: http: ffserver
Title: Tearn Site
Description:

Delete Cancel

Using this option you can completely delete a top level site and sub-sites. To do this,
simply select the Site Collection you wish to delete and press the Delete button to
continue. Remember, this option should be used with caution as it will delete the site,
all sub-sites as well as any content including documents.

It is also important to ensure that you have selected the right site for deletion. The site
is shown in the upper right of the window and can be changed by selecting the down
arrow to the right of the site collection name.
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Use the settings on this page to completely delete a top-level site and any subsites of that site on this web application.

Site Collection
Site Collection: | htkp://server ~
Select a site collection,

Message from webpage
Warning
to delete the following site collection:
Are you sure you wank ko permanently delete this Web site and all http:/fserver
" its conbents?

All content and subsites wil £

Teamn Site

docurments and doco
lists and list data, inc
site configuration an

roles and security inl
subsites of this Web OK I Cancel

Ta continue with the deletion, click Delete.

Importankt: This action will permanently delete all content and user information, but the

hard disk space will not be immediately available, When vou delete a large site, SharePoint
removes data gradually For performance reasons, To perform an immediate deletion, wou

need ko run a set of commands using, for example, Power Shell or the Object Model. Find

more information, see the SharePoink Help system,

Cancel

Once you press the Delete button you will be prompted with a confirmation warning,
like shown above. To complete the deletion process press the OK button to continue.

Site Use Confirmation and Deletion
Over time and as the number of sites grow on WSF it is possible that some maybe

unused. The Site Use Confirmation and Deletion option under Site Collections in
Application Management allows you to configure how these sites will be handled.

Central Administration » Site Use Confirmation and Deletion

M -
< SharePoint 2010 . o ) ) ) ) ) ) ) :
e Use this page to require site owners to confirm that their Web site collections are in use, Additionally, configure autornatic deletion for unused
Web site collections,
Central ‘Web Application
Administration weh application:  http://server/ «

Select a web application.
Application Managerment
Systern Settings
¥ g Confirmation and Automatic Deletion Settings . .
Manitoring [T Send e-mail notifications to owners of unused site
Specify whether site owners must confirm that their site collection is stillin use, and how collections
Back: d Rest -mail i ificati
ackup and Restore freguently to send e-mail confirmation notifications. S centling metieoiens IF ey aftar ot exlllosien

Security If notifications are enabled, vou can also specify whether ta delete the site callection creatian, ar use is confirmed.

" : automatically after sending a specific number of confirmation notices,
Upgrade and Migration Checlk for unused site collections, and send notices

General Application Draily = and run the check at
Seth
Configuration Wizards
[T Automatically delete the site collection if use is not
confirmed
Delete the site collection after sending |2§ | notices

Caution: Automatic deletion permanently removes
all content and information from the site collection
and any sites beneath it.

Ok Cancel

Once you choose which web application you are referring to at the top of the screen you
can elect to send an email to the owner of the unused site collections as a reminder.
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You can also configure, if you desire, to automatically delete them after a period of
inactivity has elapsed.

When you have configured these options press the OK button to save these settings and

continue.

Specify Quota Templates

Give Feedback

SERVERYadministrator

o . .
P SharePointaoig Central Administration » Quota Templates
Use this page to create or modify @ quota template. Learn about configuring site quotas and locks,

Central Template Name
Administration @ Craate a new quota templats

Edit an existing quota template, or create a new template, For a new T i @ s 6
Application Management  template, you can start fram 5 blank template or modify an existing emplate to start from
Systern Setings template, I[new blank template] ;I

_— Mew ternplate narme:

Monitoring I P
Backup and Restore
Security

Storage Limit ¥alues
Upgrade and Migration . 5

. Specify whether ko limit the amount of storage availsble on a Sike Limnit site storage to a maximum of:
Geners| Application Callection, and set the maximum amount of starage, and & warning level, I B
Settings “when the warning level or maximum storage level is reached, an e-mail is
Configuration Wizards sent to the site administrator to inform them of the issue, o
Send warning E-rail when Site Collection storage reaches:
| MEs
User Solutions With Code Limits . .
Lirnit maximurm usage per I 0 points

Specifies whether user solutions with code are allowed for this site day to:

collection. when the warning level is reached, an e-mail is sent, When the [T Send warning e-rmail

maximum usage limit is reached, user solutions w_ith :Ddt_a are dizabled for when usage per day I 0 points

the rest of the day and an e-mail is sent to the site administrator, reaches:

OF Cancel

This option allows you to create and save a number of restrictions that can be applied to
sites in the future. At the top of the page you can specify which quota template you
wish to work with or whether you want to create a new template.

Under that are options to define storage limits and solutions with code limits.

When these options have been configured press the OK button to save the settings.
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Configure quotas and locks

Give Feedback

Central Administration » Site Collection Guotas and Locks
P §FiarePoint2010 Use this page to change the quota terplate or individual quota walues for a Web site collection, or to clear a lock set by an application or caused
S by exceeding a quota, Learn about configuring site quotas and locks,
To define or edit a guota templates, use the Manage quota templates page.
Central Site Collection
Administration Site Collection: | htkps//server -
Select a sie collzction,
Application Managerment
System Settings Site Lock Information
Monitoring Web site collection owner:
Use this section ko view the current lock status, or o changs the lock status, SERWERNadministrator
Brack d Rest P
AFkup and Restore Lock status for this site:
security & et locked
Upgrade and Migration s Adding content prevented
gi‘;erﬂ Application o Read-only (blocks additions, updates, and deletions)
ettings
o Mo access
Configuration Wizards
Site Quota Information
Current quota template
Use this section ko mo@\fy the quota temp\ate on this Web site collection, or to Individual Quota =
change one of the individual quata settings,
(| Lirnit _slte storage I 0 MB
to a maxirmum af:
M send Warning e-
rail when site storagel 0 ME
reaches:
Current storage used: 3 MBE
Ll_se_r' Snlupnns Resource Quota:
lelamaxlmum usage I 300 points
ner dav tn:

If you have already defined a quota template then you can apply that template to a site
via this option. Alternatively, you can also apply quotas to the web application that is
selected in the Site Collection option at the top of the page.

The Site Lock Information option also allows you to place the selected site collection into
a number of different states including: not locked (the default), adding content
prevented, read only, and no access. These options may be handy when work needs to
be carried out on the site and you need to globally restrict what actions the user can
take on the site.

In the Site Quota information option allows you to directly specify limitation on this site
collection via an existing quota template or as a manual override to this.

Once these options have been set use the OK button to save the configuration and
continue.
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Change site collection administrators

HFIM . Central Administration » Site Collection Administrators
<. SharePoint 2010

Use this page to view and change the primary and secondary site collection administrators for a site collection. As site collection administrators,
these users receive any quota or auto-deletion notices and have full contral aver all content in the site collection.

Central Site Collection
Adrministration Site Collection: | http://server:40360 -
Select a site collzction,
Application Management
Systern Settings
¥ a Primary Site Collection Administrator . . . .
Monitoring Primary site collection administrator:
Sperify the administrator For this site collection. Only one user login can be ‘ SERVER\administrator ; ‘Q‘, (55
Backup and Restore provided; security groups are not supported, !
Security
Upgrade and Migration Secondary Site Collection Administrator . . .
ra a ' Secondary site collection administrator:
General &pplication Optionally specify & secondary site calleckion administrator. Only one user login ‘ ‘9‘, (5%

Settings can be provided; security groups are not supported.

Configuration Wizards

Ok Cancel I

A site collection administrator is the administrator for the WSF site and has full control
over the content in the site. In most cases, site collection administrators are defined
during the creation of a WSF site (there are two site collectors, primary and secondary).
However, there may be cases where a site collection administrator needs to be set or
changed. It should also be noted that an administrator of a WSF sites does not need to
be domain administrator, it can be any valid user on the network. It should also be
noted that rights establish inside a SharePoint site are superseded by a user who is a site
administrator.

One such situation where the site collection administrator needs to be set is after the
migration from a different SharePoint server. In these cases, the existing site collection
administrator belongs to a different domain and does not exist on the new server. Thus,
using the Change Site Collection Administrators option from the Site Collections option
under Application Management tab, you can set a new user who will have rights over all
the content in your site.

To select a new user from the existing domain simply click the address book to the right
of the Primary site collection administrator section.
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i ,g Select People -- Webpage Dialog

Central 4 Find | bt

Use this pz s site collection administrators,
these user

Cisplay Mame Title  Departrment E-Mail Mobile Mumber Account Mame

Type inta the search box above then press "Enter” bo skart vaur search, e

Site Colle

Select a sit

Primary €

Specify the |§‘/ M

provided; s |y TR

Secondar

Optionally ¢ |&, [£5]

can be prot

Caneel |

[6],4 Cancel

If you then enter the user name into the Find field and press the Search button to the
right (the magnifying glass) the user will be displayed in the list below. Simply click on
this entry and press the OK button to make this user the new site collection
administrator.

Central Administration » Site Collection Administrators

Use this page to wiew and change the primary and secondary site collection administrators for a site collection. As site collection administrators,
these users receive any quota or auto-deletion notices and have full control over all content in the site collection.

P _‘ SharePoint 2010

Central Site Collection
Administration Site Collection: | hktp://server:40360 -
Select a site collzction,
application Managerment
Systern Sethings
¥ a Primary Site Collection Administrator
Monitoring Primary site collection adrinistratar:
Specify the administrator For this site collection, Only one user login can be ‘ SERVER‘administrator ; ‘9‘/ [59]
Backup and Restore provided; security groups are nok supported,
Security
Upgrade and Migration Secondary Site Collection Administrator
ra a ¥ Secondary site collection administrator:
Genera| Application Optionally specify a secondary site colleckion administrator, Only one user login ‘ ‘&, [E%)
Zettings can be provided; security groups are nat supported,

Configuration Wizards

0K Cancel I

When correctly entered the user name will appear underlined in the field. It is
recommended that you enter a secondary site collection administrator as well.
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View all site collections

Central
Administration URL Search [ » wieh Application: | http:/fserver/ =
application Management
LURL http:ffserver
Systermn Settings URL
. Title Team Site
Maonitoring
/ Description
Backup and Restare
. Primary administrator: SERVERYadministrator
Security
E-mail address: someone@example.com
Upgrade and Migration
. Database Mame WES_Content
General Application
Settings
Configuration Wizards oK Cancel

This option accessed via Site collection list option from the Site Collections option under
Application Management tab, you can see how many site collections you have under a
single web application.

You can select which web application you wish to view by making the selection in the
top right of the window by selecting the arrow on the right and then Change Web
Application for the menu that appears.

When you have completed the process press the OK button to continue.

Configure self-service site collection management

Central web Application e

Administration wieh application: | htkp://server/: -
Select a web application,

Application Management

System Settings Enable Self-Service Site Creation

Monitoring When you enable Self-Service Site Creation, an
Self-Service Site Creation allows users with the "Use Self-Service Site Creation” permission announcement will be added to the Announcements list an
Backup and Restore to create sites in defined URL namespaces., the home page of the top-level Web site, The
announcement will provide a link to the site creation page
Security T require users of Self-Service Sike Creation to supply a secondary contack name on the (scsignup.aspx in the _layouts directary).
Uparade and Migration signup page, select Require secondary contact,  on -
General Application & off
Settings
r
Configuration Wizards Require secondary contact

Ok Cancel

Self-Service Site Creation allows users with the "Use Self-Service Site Creation"
permission to create sites in defined URL namespaces.

When you have made your select press the OK button to save your choices.
Service Applications
Once you select Application Management you will see the following items under Service

Applications: Manage service applications, Configure service application associations.
Each of these heading has a number of management links underneath that you can click.
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Manage service applications

Give Feedback
Service Applications

__ _,_‘=|‘ - wrkd s .
— e = [ e,
=i e }-‘/"\ B #Z 2 S
Mew Connect  Delete Manage Administrators Properties  Publish Permissions

Create Operations Sharing
Central

Administration

Application Managerment

aApplication Discovery and Load Balancer Service Application Application Discovery and Load Balancer Service Started

Systemn Settings Application

application Discovery and Load Balancer Service Application Proxy_46a50477
-2035-4b2b-b269-b12d1b14 3520

application Discovery and Load Balancer Service Started

Monit
onitoring Application Proxy

Backup and Restore

Business Data Connectivity Business Data Connectivity Service Application  Started
Security . .
Business Data Connechivity Business Data Connechivity Proxy Started
Upgrade and Migration . o - . X .
. Zearch Administration Web Service for Search Service Application Search Administration Web Service Application Started
General &pplication o . X
Settings Search Service Application Search Service Application Started
Canfiguration Wizards Search Service Application Search Service Application Proxy Started
Secure Store Service Secure Store Service Application Started
Secure Store Service Secure Store Service Application Proxy Started
Security Token Service Application Security Token Service Application Started
State Service State Service Started
State Service State Service Proxy Started
Usage and Health data collection Usage and Health Data Collection Service Started
Application
Usage and Health data collection Usage and Health Data Collection Proxy Started
Web Analytics Service Application wieb Analytics Service Application Started
wieb Analytics Service Application uwieh Analytics Service Application Proxy Started

This option displays a list of the Service applications and their current status.

Central Administration » Configure usage and health data collection

Usage tracking will log events whenever the selected events acour on your SharePaoint systemn, Use the Usage Reports once the collected data has
been processed to better understand how your system is being used.

" SRarePoint 2010

@

Warning: this page is not encrypted for secure communication, User names, passwords, and any other information will be sent in clear text, For
rore information, contact your adrinistrator,

Central

Adrministration
o Usage data collection

Application Managerment W

Usage data collection will log events whenever

warious events accur in your SharePoint

deployment. Usage Logging enables analysis and

reporting, but also uses system resources and can

impact performance and disk usage.

Enable usage data collection
Systermn Settings

Maonitaring
Backup and Restore
Security

Upgrade and Migration Event Selection

Events to log:

General Application
Settings

Configuration Wizards

Logging enables analysis and reporting, but also
Uses syskem resources and can impack
performance and disk usage. Cnly log those
events for which you want regular reports,

Content Import Usage
Content Expart Usage

Page Requests
For sporadic reparts or investigations, consider
turning on logging for specific events and then
disabling logging for these events after the report
of investigation is complete,

Feature Use
Search Query Usage
Site Inventory Usage

Timer Jobs

"ARRIIIA

Rating Usage

Usage data collection settings
Laog file lacation:

IC:\ngram FilesCommon Files\Microsoft SharediyWeb Server Extensionsil4hLOGSY

Usage logs must be saved in a location that exists
Il L)

e {Hlle =R

If you click on a service application that is hyperlinked you will be taken to the
configuration for that service. It is possible to change any of the options displayed and
then press the OK button to save these changes.
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You can also work with the Service Applications by selecting them from the list and
using the option in the ribbon at the top of the page.

Configure service application associations

. §ﬁarePoint2mo Central Administration » Service Application Associations
) This page contrals the web application or service application to proxy group associations,

7]

Central
administration Wigw:  Web Applications -

application Management
Systern Settings

Maonitoring

SharePoint - 40360 (hitp:/fserver: 40360/ default Usage and Health data collection
Backup and Restore SharePoint - 80 (http/fservers) Busingss Data Connectivity
Secure Store Service
Security State Service

Web Analytics Service A_ppllcatmn

Upgrade and Migration Search Service Application

General Application
Sethings

Configuration Wizards

Databases

Once you select Application Management you will see the following items under
Databases: Manage content databases, Specify the default database server, Configure
the database retrieval service. Each of these heading has a number of management links
underneath that you can click.

Manage content databases

7 CharePointo10 Central Administration » Manage Content Databases
: Use this page to manage content databases for this web application. Click a content database name to change its properties.

Central

administration = add a content database Web application:  http://server/ «
Application Management

Systern Settings Database Status  Database Read-Only - Current Mumber of Site Collections  Site Collection Level Warning  Maximum Number of Site Collections  Preferre

Monitoring WSS_Content Started Mo 1 2000 15000
Backup and Restare

Security

Upgrade and Migration

General Application
Sethings

Configuration Wizards

SharePoint requires a location to store its information, it does this into content
databases which normally reside on an SQL server. Using this option you can view the
content databases that are associated with each web application. You are able to
change the web application in the top right of the window.
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You will note in the above screen shot that there is only currently a single content
database for this web application. That is normally the case, however it is possible to
have more than a single database per web application simply because it is possible to
have more than a single site collection (SharePoint site) inside a single web application.
However, in most cases there will only be a single content database per web

application.

To view the settings of this content database simply click on the name which is a

hyperlink.

Application Management
Systermn Settings
Monitaring

Backup and Restore
Security

Upgrade and Migration

General Application
Settings

Configuration Wizards

Database Information

Specify database connection settings For this content database, Use
the Database status options ko control whether or not new Site
Collections can be created in the database. When the datahase status
is set ko Ready, the database is available For hosting new Site
Collections, When the database status is set to Dffline, no new Sike
Callections can be created,

Database ¥ersioning and Upgrade
Use this section to check the version and upgrade status of this
database, IF the Current SharePoint Database Schema Yersion is less

than the Maximurn SharePaint Database Schema Yersion, the database
should be upgraded as soon as possible.

Failover Server

‘¥ou can choose bo associabe a content database with a specific Faillover
server that is used in conjuction with SOL Server database mirraring,

Database Capacity Settings

Specify capacity settings for this database.

Database server
SERVERMSharepoint

SQL Server database name
WES_Content

Database status

Ready vl

Database Read-Only
Mo

Database authentication
windows authentication

Database Scherna Wersions
Microsoft.SharePoint.Upgrade SPContentDatabaseSequence Current
Schems Version: 4.0.137.0, Maximur Scherma Version: 4.0.137.0
Microsoft.ZharePoint.Upgrade SPContentDatabaseSequence? Current
Schema Version: 4.0.8.0, Maximum Schera Version: 4.0,8.0
Microsoft.SharePoint.Upgrade SPContentDatabaseStoreProcedureSequence
Current Schema Version: 14.0,4536,1000, Maximum Schema Version:
14.04536.1000
Microsoft. SharePoint. Administration.SPContentDatabase Current Schema
Wersion: 14.0,4536,1000, Maximum Scherma Yersion: 14.0.4536,1000

Failover Database Server

Mumber of sites before a warning event is generated
[3o00

Mazxirmurn nurnber of sites that can be created in this database
|15000

You should now see a number of configuration options for the content database you

selected.

Further information on these options is available in Chapter 8 — Databases. Once you
have completed any configuration press the OK button to continue.

Specify the default database server
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Central Administration » Default Database Server

e

& Si arePoint 2010 Use this page to set the default content database server, When you extend new web applications, the content databases for those web
applications are created on the default content database server unless you specify a different server, Learn about changing settings for a content
database.

Central
administration

application Managerment
Systern Settings
Manitoring

Backup and Restore
Security

Upgrade and Migration

General Application
Settings

Configuration Wizards

Content Database Server

Specify where to create content databases by default,

Database Username and Password

Use this section only if you are using S5L Server authentication ko connect to SQL Server,
It is strongly recommended that vou use Windows suthentication instead, in which case
wou should leave these fields blank,

Database server:

[sERVER Sharepoint

Account

Password

oK

Cancel

o

The heart of any WSF installation is its database for this is the location to which all WSF
content is saved and accessed. During the installation process you choose a default
database server for your WSF data, here you can not only see what the current default
database is but also change the default database. If you change the default, any existing
WSF sites will remain on the existing database server and any new sites will be created
on the new default database server. Also, depending on what type of database server
you are using you may need to configure a username and password for access to the

database.

When you have made any configuration changes press the OK button to continue or
press Cancel to return..

Configure the data retrieval service

Central
Adrministration

Systern Settings
Manitaring

Backup and Restore
Security

Upgrade and Migration

General Application
Settings

Configuration Wizards

Application Management

Web application

Select a web application,

Customize Web Application

This web application can inherit the settings from the Configure Data Retriewval Service
Settings page in Central Administration or can customize its own settings below,

Enable Data Retrieval Services

The set of data retrieval services on this server can be disabled so that no query requests
will be pracessed.
This setting applies to the Following data retrieval services:

Microsoft SharePoint Foundation
CLEDE

SOAP Passthrough

H=ML-URL

Limit Response Size

The size of the SOAP response that the data source returns ko the data retrieval service
can be limited with this setting, Specify the size limit in kilobytes (KE),

This setting applies to the Following data retrieval services:

CLEDE

Update Support

Suppart For update queries can be controlled with this setting.
This setting applies to the following data retrieval services:
OLEDE

web application: | http://server/ -

v . .
¥ Inherit the global settings

[ . .
= Enable these data retrisval services

Response size limit: |IDDDD

-

Enable update query support
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5.4 System Settings

Site Actions » B Erowse

& SharePoint 2010 Central Administration » System Settings

Central ' Servers
Administration U};I Manage servers in this farm | Manage services on server
application Management
Systemn Settings ';"‘"‘.I E-Mail and Text Meszages (SMS)
R —=1 Configure ocutgoing e-mail settings | Configure incorming e-rnail settings
Manitoring Configure mobile account

Backup and Restore

Security B?Q Farm Management
] ﬁ

. ) Configure alternate access mappings | Manage farm features
Upgrade and Migration . . . . .
Manage farm solutions | Manage user solutions | Configure privacy options
General Application Configure cross-firewall access zone
Settings

Zonfiguration wizards

Once you select System Settings from the Quickstart menu on the left you will be
presented with the screen above, showing 3 items: Servers, E-Mail and Text Messages
(SMS) and Farm Management. Each of these heading has a number of management
links underneath that you can click.
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Give Feedback SERVERYadministrator

& SharePoint 2010 Central Administration » Servers in Farm

Central
Administration Farm Information

Application Managerment
. Configuration database version: 14,0,4536,1000
System Settings .
Configuration database server:  SERVER|Sharepaint
Monitoring .
Configuration database neme:  SharePoink_Config_8134cf5e-5450-4749-896e-d54 366592820
Backup and Restore

Security Server SharePoint Products Installed Services Running Status Remove Server
Upgrade and Migration SERWER  Microsoft SharePaink Foundation 2010 Business Data Connectivity Mo Action Required  Remowve Server

| i Microsoftt® Search Server 2010 Express Central Administration
g::t;rgs Anplication Micrasoft SharePaint Foundation Database

Microsoft SharePoint Foundation Incoming E-Mail
Configuration Wizards Microsoft SharePuoint Foundation Subscription Settings Service
Microsoft SharePoint Foundation User Code Service
Microsoft SharePoint Foundation Web Application
Microsoft SharePaoink Foundation Workflow Timer Service
Search Query and Site Settings Service

Secure Store Service

SharePoint Foundation Search

SharePoint Server Search

‘Web Analytics Data Processing Service

Web Analytics \Web Service

Manage Servers in Farm

WSF can be configured in a multi-server arrangement (provided it was not installed as a
‘stand-alone’ server) with different servers playing different roles. All the servers that
are deployed for WSF are considered to reside in one “farm”. Inside this “farm” there
can be servers that process web requests, other servers that provide data and others
that provide search functionality. In most small instances all these roles are located on a
single server but depending on how the initial installation was completed it is possible
to add additional servers to the “farm” to reduce workload and improve performance as
well as provide greater reliability.

If you select the option Manage Servers in Farm from the System Settings option you
will see a list of all the physical servers in your WSF “farm” and the versions of each.
Also found here is the ‘farm’ configuration database server and name. You will also note
here that it is possible to remove a server from a “farm” if required (a hyperlink to the
right of the server).

If you click on hyperlinked server name you will be taken to the option Manage Services
on Server which will be examined now.
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Give Feedback

Central Complete all steps below
Administration

Application Management = Server: SERWER -

System Seffings [E Skart services in the table below:
Monitoring

View: Configurable ~
Backup and Restore

Security

Upgrade and Migration Service Stafus

General Application Business Data Connechivity Started Stop

Settings Central Administration Started Stop

Configuration Wizards Lotus Motes Connector Stopped Start
Microsoft SharePoint Foundation Incorming E-Mail Started Stop
Microsoft SharePoint Foundation Subscription Settings Service Started Stop
Microsoft SharePoint Foundation User Code Service Started Stop
Microsoft SharePoint Foundation Web Application Started Stop
Microsoft SharePoint Foundation Workflow Timer Service Started Stop
Search Query and Site Settings Service Started Stop
Secure Store Service Started Stop
SharePoint Foundation Search Started Stop
SharePoint Server Search Started Stop
Web Analytics Data Processing Service Started Stop
Web Analytics web Service Started Stop

Manage Services on Server

Each WSF server in a SharePoint “farm” performs different operations. As such they
have a number of services running on them as required for their role. By selecting the
option Manage Services on Server from the System Settings tab you can view and
interact with these services.

The services that operate on the server you are viewing vary depending on its role. If
there are multiple servers in the SharePoint “farm” simply select which server you wish
to see from the Server option at the top of the screen. The lower part of the screen will
show the services that are configured and their current state. If you wish to change the
status of any of these simply click the link in the Action column to the right. Note that
you may also have to change the view of the services (on the right) to All (from
Configurable) to see every service that is running on the server.
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P §F§rePoint201o Central Administration » Configure Microsoft SharePaint Foundation Search Service Settings on server SERVER

Central
Administration

Application Managerment
Systern Settings
Manitaring

Backup and Restore
Security

Upgrade and Migration

Use this page to configure Microsoft SharePoint Foundation Search Service Settings.

Warning: this page is not encrypted for secure communication, User names, passwords, and any other information will be sentin clear text, For

rore information, contact vour adrministratar,
= Service Account

The search service will run using this account,
The search service account must not be a builk-in account

in order to access the database, Examples of built-in
accounts are Local Service and Metwork Service,

Select an account for this component
& predefined

ILoca\ Service hd

& Configurable

User name
General Application I
Seth
erngs Fassword

Configuration Wizards

2 Content Access Account

The search service will access all content using this
sCCount.

The account will be added to the Full Read policy, giving it
read-only access to all content,

For proper search functionality and information security,
do not use an administrator account, and do not use
accounts that can modify content,

Select an account for this component
 Fredefined

ILoca\ Service hd

o Configurable
User name

@

INT AUTHORITMLOCAL SERVICE

Password

It may also be possible to click on the name of the service to configure it. In the above
case we have clicked on the SharePoint Search Service to display its configuration page.

If you make any change ensure you press the OK button at the bottom of the screen to
save your changes.

E-Mail and Test Messages (SMS)
The second major option under System Settings is E-Mail and Text Messages (SMS) and
the options available here are: Configure outgoing e-mail settings, Configure incoming e-

mail settings and Configure mobile account.

Configure outgoing e-mail settings

P4 §F§rePoint2010 Central Administration » Cutgoing E-Mail Settings

Use the settings on this page to configure the default e-mail settings for all web applications, Learn about configuring e-mail settings.

Central Mail Settings

administration Quthound SMTP server:
Specify the SMTP mail server ko use For Microsoft SharePoint Foundation e-mail-based

Application Management  notifications For alerts, invitations, and administrator notifications, Personalize the From

Ima\l.server.cnm

Systermn Settings
Maonitaring

Backup and Restore
Security

Upgrade and Migration

General Application
Settings

Canfiguration Wizards

address and Reply-to address. From address:

Ia@a.cnm

Reply-to address:

Ia@a.cum

Character set!

[&5001 {Unicode UTF-8)

Cancel
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SharePoint has the ability to send alerts via email. To allow this you must configure an
outbound mail server. Since WSF does not include its own SMTP mail server you must
specify on here. You should also specify a From address and a Reply-to address at the

same time to help users identify where their alerts have come from.

When you have configured these settings press the OK button to save them.

Configure incoming e-mail settings

application Managerment
Systern Settings
Monitaring

Backup and Restore
Security

Upgrade and Migration

General Application
Settings

Configuration Wizards

Enable Incoming E-Mail

1F enabled, ShareFaint sites can receive e-mail and store incoming messages in lists. Sites,
lists, and groups will need to be configured individually with their own e-mail addresses,

In automatic mode, all required settings are retrieved automatically, Advanced mode is
necessary only if you are not using the SMTP service to receive incoming e-mail. When
using advanced made, you need ko specify the e-mail drop folder,

Directory Management Service

The Microsoft SharePoink Directory Management Service connects SharePaint sites ta
your organization's user directory in order to provide enhanced e-mail features. This
service provides support for the creation and management of e-mail distribution groups
from SharePaint sites, This service also creates contacts in your organization's user
directory allowing people ko find e-mail enabled SharePoint lists in their address book.,

To use the Directary Management Service you need to provide the SharePaoint Central
Administration application pool account with write access to the container you specify in
the Active Directory, Alternatively vou can configure this server Farm to Use a remote
SharePaint Directory Management Wweb Service,

Incoming E-Mail Server Display Address

Specify the e-mail server address that will be displayed in web pages when users create
an incoming e-mail address for & site, list, or group.

Enable sites on this server to receive e-rmail?
(‘Yes & Mo
Settings mode:

L Autarnatic
& sdvanced

Use the SharePoint Directory Management Service to create
distribution groups and contacts?

& M
L Tes

L Use remote

E-rnail server display address:

mphist @
Far example, mylist@example com

This setting is often used in conjunction with the Microsoft SharePoint Directory
Management Web Service to provide & more friendly e-mail server address for users to
bype.

E-Mail Drop Folder
P E-mail drop folder:

Microsoft SharePaoint Foundation checks periodically For incoming e-mal messages From the
SMTP service, This setting specifies the Folder in which ta look For e-mall messages, When
incoming e-mail sektings are set to automatic mods, the e-mail drop Folder is set
automatically to the Folder specified by the SMTP service.

For example, c\inetpubimailroothdrop

WSF also has the ability to receive emails. Typically, it is possible to configure a
SharePoint list to receive information directly from email. To allow you this you must
firstly configure this option.

Because WSF does not have an inbuilt SMTP service an external one will need to be
configured. This will normally be done on the same server that is hosting SharePoint by
enabling the option in the Windows Server setup. Once this has been configured you
can firstly enable this WSF ‘farm’ to receive emails and then determine how they will be
handled. Thus, if you select this option and receive a warning like:
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Message from webpage

The SMTP service is not installed. For information about the SMTF
l Y service requirement see Microsoft SharePoint Foundation Help.
- " Faor information about installing the SMTP service, see the
Windows Help system,

You will need to firstly configure the WSF server with an SMTP service. Once that is
enabled you will be able to configuire the rest of the options found here.

To save your configuration, press the OK button.

gﬁm— Point Central Administration » Mobile Account Settings
§ areroint 2010 . . . . . .
— Use the settings on this page to configure the default mobile account settings for all web applications. Learn about configuring mobile account
settings.,
Central Warning: this page is not encrypted for secure communication. User names, passwords, and any other information will be sentin clear text. For
administration more information, contack your administrator,
Texrt Message {SMS) Service Settings i
Application Management The URL of Text Message (SMS) Service:
Systsm Settings Specify the URL of text message (SMS) service to be used when sending alerts, I
Manitaring In order ko send text messages from the server, you need ko subscribe to a text message User Name:
service, You can find a list of service providers at Microsoft OFfice Online . Your service
Backup and Restare provider will give you a user name and passward, I
Security Password:

Uparade and Migration I

General Application Tesh Service |
Settings

Configuration Wizards

OK | Cancel

One of the new features of WSF is that it enables SharePoint to send SMS text
messages. To enable this you must select the Configure mobile account under the E-Mail
and Text Messages (SMS) in System Settings.

Once selected you need to enter the details of the SMS Service including the URL, User
Name and Password.

When you have completed the configuration press the OK button to save the
information.

Farm Management
The final heading under System Settings includes the following options: Configure

alternate access mappings, Manage farm features, Manage farm solutions, Manage
user solutions, Configure privacy options, Configure cross-firewall access zone.
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Configure Alternate Access Mappings

It is possible to display WSF information via number of different URL’s. The definitions
under Configure alternate access mappings under the Farm Management section in
Systems Settings.

When a WSF site is initially created it is given a default mapping usually equivalent to
the name it was defined during creation. However, in some cases this information may
need to be accessed securely (via SSL) or externally (from the Internet). In each case
WSF needs to know how to handle these requests so that the correct information and
content is returned to user’s browser.

¢ _'SﬁgrePoint‘zom Central Administration » Alternate Access Mappings

2]

Central
administration _j' Edit Public URLs = Add Internal URLs i Map to External Resource Alternate Access Mapping Collection:  Show All -

Application Managerent

Systern Settings Inkernal URL Zone Public URL for Zone
Manitorin
9 http://server 40360 Default http: Afserver40360
Backup and Restore
" http:fiserver Default http:/dserver
Security
http:diserver 41108 Default http Afserver41108

Upgrade and Migration

General Application
Settings

Configuration Wizards

Selecting the Edit Public Zone URLs from the menu will display the window below. There
are five zones that you can use but typically you will use Internet and Default. If you are
having issues accessing a WSF site externally then you need to ensure that the address
in the Internet (or Extranet) zone matches the public URL you are using.

&, SRarePoint 2010 Central Administration » Edit Public Zone URLs

Central Alternate Access Mapping Collection

Adrministration Alternate Access Mapping Collection: | SharePoint - 80 ~
Select an Alternate Access Mapping Callection,

Application Managerment

Systermn Settings

Public URLs
Monitoring Default
Enter the public URL protacal, host, and port ta use For this resource in any or all of the Ihttp:f’/sarver
Backup and Restare zones lisked. The Default Zone URL must be defined. It will be used if needed where the
) public URL for the zone is blank and for administrative actions such as the URLs in Quata e Intranet
Security -mail, httpeffgo. microsoft,comifFulink?LinkId=114854 I
Upgrade and Migration
o Internet
General Application
Settings I
Configuration Wizards CTstom
Extranet
Save | Delete Cancel
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If you do need to make a change to a site ensure that the correct site is displayed in the
upper right of this screen to the right of the text Alternate Access Mapping Collection.
You can select the desired site by pulling down the arrow to the right of this and making
your selection.

The other handy feature of different zone URLs is that each can have a different
authentication provider. This means that those inside your network using the Default
zone could be using Windows authentication, while those accessing the site externally
via the Internet zone could be using forms based authentication.

In most cases only the Default zone will be set when you create a WSF site, so if
alternate mappings are required you will need to go in here and set the appropriate

values. Once you have completed these simply press the Save button.

Manage Farm Features

) '§Fg‘repoint-20m Central Administration » Manage Farm Features

This page allows you to manage SharePoint-wide features.

Central Hame Status
administration
application Management Office.com Entry Points from SharePoint .
Systemn Settings This feature ensbles entry points fram the SharePoint user interface that allow users to Deactivate |

¥ 9 browse SharePoint solutions from Office.com
Monitoring

Offline Synchronization for External Lists

Backup and Restore Deativate |

- i+ Enables offline synchronization for external lists with Outlook and SharePoint Workspace,
ecurity

Upgrade and Migration

General Application
Settings

Configuration Wizards
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Manage Farm Solutions

Central Solution Restrictions
Administration
‘fou can black certain solutions From running within sites
application Management  in this Farm. To block a solution, use the browse button
to select and upload it. You can optionally specify a

Systern Settings message users of the solution will recsive, Blocked Solutions:
Manitarin
a Warning: Solution blacking is performed based on the
Backup and Restare contents of the salution file. Solution packages that
have the same name but: different contents are reated
Security as different solutions.,

Upgrade and Migration
General Application T —
Settings

Configuration Wizards .
Add new solution to block:

File: Browse..
=

Message: Block.
=

Load Balancing

4l user code runs on the same machine a5 a request.
Requests to run user code are run on the same server as web requests, This will
perform better, but may not support high numbers of unique solutions. All web front
ends must have the User Code Service running.

Specify how execution of user code in solutions is
distributed across servers,

@ Reguests to run user code are routed by solution affinity.
Requests to run user code are run on available servers with the User Code Service.
This uses solution affinity to organize which servers run user code, so vou can
independently organize resources for user code.

Manage User Solutions

Configure Privacy Options

@

Central Customer Experience Improvement Program

administration Sign up for the Custormer Experience Improvement Program

o This program collects information about computer hardware and how you use SharePoint es, 1 am willing to participate in the Customer Experience
Application Management  without interruphing you o your users, This helps Microsoft identify which SharePoint © Irnp’rovemant Program (Recormended)
features to improve, Mo information collected is used o identify or contack you or wour !

Systermn Settings Lsers, " Mo, T don't wish to participate.
Monitaring
Backup and Restare Microsoft Error Reporting
s " Microsoft Error reporting
ecurity i .
Each time an errar occurs, SharePoint can generate an error report ko send ko Microsaoft, Q) Crllor: Srer CiEr reports.
Upgrade and Migration Microsoft uses these error reports to help understand the problems vou are having and to : .
help us improve our software, Error reports do not intentionally include any personal ¥ also collect errar reports from client rnachines running
Genersl Application information, and if personal information is present Microsaft will not use it bo identify o scripts from your SharePoint server,
Settings contact you. IF you enable Micrasoft Errar Reporting For SharePoint, Microsoft will callect
. . error reports and also periodically download a file to your SharePoint server that helps ] 8 i
Configuration Wizards \dEntiprsystEm prublerﬁs. ¥ ! P Change your SharePaint server's errar callection policy

|7to silently send all reports related to SharePoint, This
changes the SharePaint server's errar reparting
behavior to automatically send reports to Microsoft
without prompting users when they log on.

[ Ignore errors and don't collect information.

External Web-based Helj . . =
P Display Help from external Web sites as specified by each

Specify whether you want the Help system to display Help from the Help provider's Help collection?
external Web site, or the Help that is installed locally on the server, & Yes (Recommended)

If vou choose to display Help from external Web sites, users may have access to a larger © No
set of Help content and related assistance resources,

Click here to review the privacy and server impact information related to these
options.

Ok | Cancel |

It is possible to configure the information WSF makes available to third parties, typically
Microsoft. The definitions under Configure privacy options under the Farm
Management section in Systems Settings.
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Here you can choose to enable whether the customer experience information will be
sent to Microsoft. If enabled, this option allows the collection of information about
computer hardware and how WSF is used. The aim of this information is to help
Microsoft identify which SharePoint features to improve. The option states that no
information collected is used to identify or contact users. It is also important to note
that this option is enabled by default.

The next options allow the sending of error information to Microsoft. This obviously
helps Microsoft better understand any problems that may arise. You will note that these
options are enabled by default and that reports are sent to Microsoft without
prompting users when they log on.

Finally, you can select whether to enable help systems from external web based help. It
is important to note that this option is enabled by default.

Once these options have been configured select the OK button to save the results and
continue.

Configure cross-firewall access zone

y §ﬁ'§’repoint-20m Central Administration » Cross Firewall Access Zone
. Use this page to manage cross firewall access zone in the farm.

Central Web application
adrministration web application: | http://server:40360, -
Select a web application,
Application Management
System Settings Cross Firewall Access Zone
Zone selection for cross firewall access

ross firewall access zone configured in this page is used For generating external PC and | (none) ;l
Backup and Restore mabile URLs in mobile alert message and send me mabile URL message.

Manitoring

Security

Ok

Upgrade and Migration
I Cancel

General Application
Settings

Configuration Wizards

5.5 Monitoring
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stration

§mrePoinr2010 Central Administration » Monitoring

Central

e . Health Analyzer
Administration

Rewiew problems and solutions
&pplication Management
Systemn Settings .." = Timer Jobs

“ess™  Rewview job definitions | Check job status

Monitoring

Backup and Restare | i
t'l’.*'bJ Reportmg _
WView administrative reports
Configure usage and health data collection

Security
Upgrade and Migration

General Application
Settings

Configuration Wizards

Configure diagnostic logging
View Web Analytics reports

Rewiew rule definitions

Wiew health reports

Once you select Monitoring from the Quickstart menu on the left you will be presented
with the screen above, showing 3 items: Health Analyzer, Timer Jobs, and Reporting.
Each of these heading has a number of management links underneath that you can click.

Health Analyzer

Under this section are 3 items: Review problems and solutions, Review rule definitions.

You can click on any of these to access their properties.

Review problems and solutions

Central - Title
Adrministration

Failing Servers

Application Management 5 Category : Security (1)
Systsm Settings % The server farm account should not be used for other
Monitaring seryices, Hew
Backup and Restore

. = Category : Performance (1)
Security
%\ Wweb Analytics: Manitors the health of the Repart

Upgrade and Migration Consolidator component,
General Application

Settings = Category : Configuration (2}

Configuration wizards . . .
% Missing server side dependencies. i new

%; Built-in accounts are used as application poal ar service
& Recyele Bin identities. & new
g All Site Content
= Category : Availability (1)
Drives used for SQL databases are running out of free
space.

g Add new item

" &harePoint 2010 Central Administration » Review problems and solutions : &l Reports
o The Health Analyzer Reports list is created by the system to store archived reports from the Health Analyzer.

Search this sile...

Failing Services

SPTimerService (SPTimeryd)

WwebdnalyticsService
{WwebanalyticsService)

SPTimerService (SPTimeryd)

SPTimerService [SPTimeryvd)

SPTimerService (SPTimeryd)

0

Modified

3/31/2010 12:35 PM

3/31/2010 12:33 PM

3/31/2010 12:34 PM
3/31/2010 12:33 PM

3/31/2010 12:34 PM
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WSF has its own diagnostics built in that run at regular times. The results of any
disagnostics that may warrant attention are displayed here.

Review rule definitions

Central [ Title Schedule Enabled Repair Automatically
administration

Application Management 5 category : Security (2)
Systemn Settings

Accounts used by application pools or service identities are in the local machine Draily Tes Mo
Monitaring Administrators group,
Backup and Restore The server farm account should not be used for other services, e kly Tes No

Security
. . # Category : Performance (17}
Upgrade and Migration

General Application = Category : Configuration (Z1)

Settings

Configuration Wizards Alternate access URLs have not been configured, Draily es o
The Application Discovery and Load Balancer Service is not running in this farm. Hourly Tes Mo

] Recyele Bin Autornatic Update setting inconsistent across farm servers, Draily Tes Mo

g all Site Content Built-in accounts are used as application pool or service identities, Weekly es Mo
Missing server side dependencies, Weekly Yes Mo
Databases require upgrade or not supported. Daily Tes Mo
Databases running in compatibility range, upgrade recormmended, Draily Tes Mo
One or more categories are configured with Verbose trace logging. Draily es Mo
Outbound e-mail has not been configured. weekly Tes Mo
Recommended server upgrade available, Daily Tes Mo
Froduct / patch installation or server upgrade reguired. Draily Tes Mo
Databases within this farm are set to read only and will fail to upgrade unless itis setto a Draily es Mo
read-write state,
wieb config file has incorrect settings for the requestFiltering element. Draily Tes Mo
wieb config files are not identical on all machines in the farm. Daily Tes Yes

The rules against which the diagnostics are compared are defined here.
Timer jobs

Under this section are 2 items: Review job definitions, Check job status. You can click on
any of these to access their properties.

Review job definitions
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Timer Links
. Wiew: Al -
Timer Job Status
Scheduled Jobs
. Title Web Application Schedule Type
Running Jobs
Job History Application Addresses Refresh Job Minutes
Job Definitions Application Server Administration Service Timer Job Minutes
Application Server Timer Job Minutes
Audit Log Trimming SharePoint - 40360 Monthly
Central Audit Log Trimming ShareFoint - &0 Monthly
Administration X
CEIF Data Collection Doaily
Application Management
Change Log SharePaoint - 40380 Weekly
Systern Settings
Change Log SharePoint - 80 Weekly
Monitaring
Crawl Log Cleanup for Search Application Search Service Application. Draily
Backup and Restore N . . .
Crawl Log Report for Search Application Search Service Application. Minutes
Securit: . .
4 Dead Site Delete sharePoint - 40360 Disabled
Uparade and Migration . .
Pa d Dead Site Delete sharePoint - 0 Disabled
G | applicati .
Sztllfnrgas pRicatian Delete Job Histary Weekly
Configuration Wizards Diagnostic Data Provider: Event Log Minutes
Diagnostic Data Provider: Performance Counters - Database Servers Minutes
Diagnostic Data Provider: Performance Counters - Web Front Ends Minutes
Diagnostic Data Provider: SQL Blocking Queries
Diagnostic Data Provider: SQL DMY Minutes

WSF is constantly performing any number of tasks. These tasks are executed via the
SharePoint Timer Service. The summary page will show each job and how often it runs.

Give Feedback

.. 8 §F§rePoint2010 Central Administration » Edit Timer Job
. Use this page to change or delete a timer job.
e
Tirner Links Job Title

X il orlflow
Tirner Job Status

Scheduled Iohs
Running Jobs
Job History
Job Definitions

Job Description
Frocesses workflow events.

Job Properties R

P web application: M4

This section lists the properties for this job.

Central Last run time:

Adrministration

3/16/2010 12:15 PM

Application Management

General Application
Sethings

Configuration Wizards

Recurring Schedule

beginning and ending times of the interval ko the same
walue,

This timer job is scheduled to run:

; Use this section ko modify the schedule specifying when O I il
System Settings the timer job will run. Daily, weekly, and manthly @ Minutes Every s e
Monitoring schedules also include a window of execution, The timer (o Hourly
service will pick a random time within this interval ko begin
Backup and Restare executing the job on sach applicable server, This Feature (ol Daily
Security is appropriate For high-load jobs which run on mulkiple
servers on the Farm. Running this type of job on all the [ Weekly
Upgrade and Migration servers simulkaneously might place an unreasonable load
on the Farm, To specify an exact starting time, set the cC Monthly

Run Haw Disable oK Cancel

If you click on any job you will be shown the details of this job as well as the ability to
disable the job if necessary.

Check job status
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Timer Links
Tirner Job Status
Scheduled Jobs

Running Jobs

Scheduled

Processing

Running

1-10 ¥

Job History
. Application Server Administration  SERWVER 33172010 12:47 PM
Job Definitions Service Timer Job
Search Health Monitaring - Trace  SERWVER 3/31/2010 12:47 PM
Ewents
Central Health Statistics Updating SERVER 3/31/2010 12:47 PM
Administration Application Server Timer Jab SERVER 3/31/2010 12:47 PM
Application Management  paonostic Dats Providsr: Event  SERWER 3¢/31/2010 12:50 PM
Systern Settings Log
P Diagnastic Dats Provider: SERWER 3#31/2010 12:50 PM
Monitering Performance Counters - Database
Backup and Restore Servers
Security Diagnostic Data Provider: SERVER 3/31/2010 12:50 PM
o Performance Counters - Web
Upgrade and Migration Front Ends
General Application Diagnostic Data Provider: Trace SERVER 343142010 12:50 PM
Sethings Lag
Configuration Wizards SharePaint Services Search SERVER 3/31/2010 12:50 PM
Refresh
Solution Resource Usage Log SERVER SharePoint - 80 343172010 12:50 PM

2]

Yiew: All -

As WSF is constantly running process you can use this option to monitor their operation.
Reporting

Under this section are 5 items: View administrative reports, Configure diagnostic
logging, View Health reports, Configure usage and health data collection and View Web

Analytics reports. You can click on any of these to access their properties.

View administrative reports

: gﬁg}epointmm Central Administration » Administrative Report Library » Search administration reports @ All Documents

A docurment library containing diagnostics reports.

General Application
Settings

Configuration Wizards

B/ Recycle Bin

21 &Nl site Content

4 Add new document

Search this site... 20

Central I Type Mame Title Modified Modified By
Administration

. =] Advanced Reports 37472010 5:30 PM SERVERMadministrator
Application Managernent

. @ CrawlRatePerContentsource Crawl Rate Per Content Source 3/4/2010 5:30 PM SERVERMadministrator

Systemn Settings
Manitoring @ CrawlRatePerType Crawl Rate Per Type 3/4/2010 5:30 PM SERVERMadministrator
Backup and Restore gl GuerylLatency Cverall Query Latency 37472010 5:30 PM SERVERMadministrator
Security @ QueryLatencyTrend Query Latency Trend 37472010 5:30 PM SERVERMadministrator
Upgrade and Migration @ SharepointBackendQueryLatency SharePoint Backend Query Latency 3/4/2010 5130 PM SERVER\administrator

Configure diagnostic logging
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Central Event Throttling
administration N Selsct a category
Use these settings to
Application Management  contral the severity of I X Cateosry Eventllcyel A e
. events captured in the = [T All Categories
System Settings wWindows event log and the A Servi
Monitaring trace logs, As the severity H [ Access Services
decreases, the number of = [ Business Connectivity Services
Backup and Restore events logged will increase,

. ® [ Document Conversions
Security ‘ou can change the settings B - -
Upgrade and Migration far any sing\e_catagory,_nr ® [C Documnent Management Server

o For all categories, Updating @ [ eApproval
General Application all categories will lose the
Settings changes ko individual 8 [~ Excel Services
. cateqgories, .
Configuration Wizards o [ InfoPath Forms Services

® [T Master Data Services

@ [ office search Server

@ [ office Server

# [~ Performancefaint Service
o [T Securs Stare Service

# [ SharePoint Foundation

# [~ SharePoint Portal Server
@ [ Visio Graphics Service

H [T web Analytics Services
B0 Web Content Managernent
B0 Word Automation Services

= [T WSS Search Diagnostics

If problems are encountered with WSF then you have the ability to consult the
diagnostic logs which are normally located in c:\program files\common files\Microsoft
shared\web server extensions\14\logs. It is however possible to configure these logs to
any location on your network.

Give Feedback

| -]

Event Log Flood
Protection 2
Enabling this setting allows
detection of repeating
events in the Windows
event lag, When the same
event is being logged
repeatedly, the repeating
events are detectked and
suppressed until conditions
return to normal,

Enable Event Log Flaod Protection

Trace Lo
9 Path
When tracing is enabled yau I%CommonProgramFiIes".fo\M\crosoft Shared\Web Server Extensions\14%LOGSY

may want the trace log to e - =
o to a certain location. Example: CiProgram Files\Common Files\Microsoft Sharediiieb Server Extensionsh14WL0GS

Mote: The location you Mumber of days to store log files
specify must exist on all 14
servers in the Farm,

Restrict Trace Log disk space usage
Additionally, you may set
the mazximum number of -
days ko store log files and
restrick the maximum Maximum storage space for Trace Logs (GB)
arnount of skarage to use I
For logging. Learn about 1000
using the trace log.

Restrict Trace Log disk space usage

0K Canicel

You can set the number of logs and how many minutes to use each log file for. It is also
possible to control the severity of logs that are captured. Most of these options are set
optimally by default, however you may need to make changes if you are
troubleshooting a WSF installation.
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View health reports

§F3krePoint201o Central Administration » Slowest Pages
@
Slowest Pages
Top Active Users 25 items returned, Server: SERYER = ‘Web application:  Show All + Shaw Items |25 B Range |Last day -] Go |
LRL Average Duration{seconds)  Minimum Duration {seconds)  Maximum Duration (seconds)
http:ffserveria1106/default.aspx 30,102 25,855 34,350
http:/fserveri40360/default.aspx 11.362 0.237 41,903
http:ffserveri41108/_admindsssvo/managesssvoapplication.aspx?.., 10.070 10.070 10,070
http: /#server/sitepages/home.aspx 7.656 0.153 21.445
http:/¢server:41105/_admin/sitecollections.aspx?... 4.045 0.0z3 1z.082
http:/fserveri41108/_admindserviceapplications.aspx 3.592 3.592 3.592
http:ffserver:41108/ 2.455 0.0z0 7175
http:/fserver:41108/_admin/configssc. aspx 2.090 2.090 2.090
http:/#server:41105/_admin/sitecollections.aspx?... 1.725 0.049 5.607
http:ffserveri41108/_admindlogusage.aspx 1.639 1,639 1.639
http:/#serveri41108/_adminfapplicationassociations.aspx 1.188 1.188 1.1a8
http:/ffserver:41108/_layouts/commandui.ashx?... 0.679 0.679 0.679
http:féserver:41108/_admind/cntdbadm asps 0.656 0,023 2252
httpi/fdserveri41108/_admin/owners.aspy 0,561 0,561 0.561
http:ffservers 0.505 0.001 2.518
Lo, ADSED o oo oo

Configure usage and health data collection

" $harePoint 2010

Central
administration

aApplication Managerment
Systemn Settings
Monitoring

Backup and Restore
Security

Upgrade and Migration

General Application
Settings

Configuration Wizards

Central Administration » Configure usage and health data collection

Usage tracking will log events whenever the selected events occur on vour SharePoint system, Use the Usage Reports once the collected data has
been processed to better understand how yvour system is being used.

o

Warning: this page is not encrypted for secure communication. User names, passwords, and any other information will be sent in clear text, For
rmore information, contact vour adrinistratar,

Usage data collection

v
Usage data collection will log events whenever Enable usage dats collsction
warioUs events acour in your SharePoint
deployment, Usage Logging enables analysis and
reparting, but also uses system resources and can
impact performance and disk usage.

Event Selection
Events to log:
Logging enables analysis and reporting, but also I
uses system resources and can impact
performance and disk usage. Only log those
events for which you want regular reports,

Content Irnport Usage
Content Export Usage

Page Requests
For sporadic reports or investigations, consider
turning on logging For specific events and then
disabling logging For these events after the report
or investigation is complete.

Feature Use
Search Query Usage
Site Inventory Usage

Timer Jobs

AJAII

Rating Usage

Usage data collection settings .
Log file location:

Usage logs must be saved in a location that exists

on all servers in the Farm. Adjust the maximum size

IC:\Prngrarﬂ Files\Cormon Files\Microsoft Sharediuieb Server Extensionsh14\L OGS

View Web Analytics reports
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P gﬁ'grePointzolo Central Administration » Web Analytics Reports - Summary

Select a web application below to see its Web Analytics reparts.

Date Range 3/1/2010 - 3/30/2010 {UTC+10:00) Canberra, Melbourne, Sydney Change Settings
Central Data Last Updated: 3/30/2010 10:41:34 AM

Adrministration

Application Management

Systern Settings

SharePoint - 40360 http:ffserver 40360/ o
Monitarin
8 SharePoint - 80 http:ffservers
Backup and Restore Total o

Security
Upgrade and Migration

General Application
Settings

Configuration Wizards

2 Recycle Bin

3 all site Content

5.6 Backup and Restore

_‘ gﬁgrePointzmo Central Administration » Backup and Restore

Systern Settings 2
@ Granular Backup

Upgrade and Migration

General Application
Settings

Configuration Wizards

Central = Farm Backup and Restore
Administration B Perform a backup | Restore from a backup | Configure backup settings
application Management Wiew backup and restore history | Check backup and restore job status

Check granular backup job status

itori & . . . .
Manitoring I Perfarm a site collection backup | Export a site ar list
Backup and Restore Recover data from an unattached content database
Security

Once you select Backup and restore from the Quickstart menu on the left you will be
presented with the screen above, showing 2 items: Farm Backup and Restore, and
Granular Backup. Each of these heading has a number of management links underneath

that you can click.

Farm Backup and Restore
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Under this section are 5 items: Perform a backup, Restore from a backup, Configure
backup settings, View backup and restore history and Check backup and restore job
status. You can click on any of these to access their properties.

Perform a backup

Give Feedback

- SRarePoint 2010

Central
Adrministration

Application Management
Systemn Settings
Monitoring

Backup and Restore
Security

Upgrade and Migration

General Application
Sethings

Configuration Wizards

Central Administration » Perform a Backup - Step 1 of 21 Select Component to Back Up

Select the items you want to back up. Click Next to continue the backup process.

Readiness

\'? Mo backup or restore in progress, Backup and Restare Job Status
\(‘/‘ Timer service is running.
¢ administration service is running.

Select component to back up

Select the top-level component to back up, Tou can also click the name of a Web application to browse its contents,

Seleck  Component Tvpe Description
- HFarm Farm Content and configuration data for the entire server Farm,
SharePaint_Config_B134cf5e-5450-4743-896e-d5436652282cConfiguration Database Configuration data For the entire server Farm.
- . . Service for storage of kemporary state information used by
- = SharePaink Server State Service Skake Service various SharePoint Server Features.
[H State Service State Service Application
[} = Microsaft SharePoint Foundation Web Application w;rho;%fpt"il;:rnfmnt Foundation Collection of ‘Web Applications
- [# SharePaink - 40360 Web Application Content and configuration data For this Web application.
[} & ShareFaoint - 0 Web Application Content and configuration data for this Web application,
=WS5_Administration Central Adrinistration Collection of ‘Web Applications
& SharePaoint Central Administration w4 Web Application Content and configuration data for this Web application,
- (= SharePoint Server State Service Proxy State Service Proxy
Skate Service State Service Application Prosxy
[} = SPUserCaded I‘J;z??;;:g::s:zoelm Foundation Settings For the User Code Service,
[Seiition Walidators Graup. ] Backup Group Callection of components grouped together For backup and

User Code Load Balancer Provider

User Code Load Balancer Provider using Popularity using Popularity

restare,

I — =

Now select the components of the farm that you wish to backup. Generally, you will
want to select all the options that are available.
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.' e gﬁg‘rePointzom Central Administration » Perform a Backup - Step 2 of 2. Select Backup Options
o Use this page to configure a backup job.

tentral Readiness
Administration
Application Management @ o backup ar restare in progress. Backup and Restare Job Status

System Settings " Timer service is running.

< administration service is running.

Monitaring

Backup Component .
Backup and Restare P P Backup the following component:
Security This is the bop level ikem you have chosen to backup, o

Uparade and Migratian

General Application Backup Type
Settings Backup Type:
) . . Specify which & f backup bo start:
Caonfiguration Wizards pecly wiich Hrps o hackup to siar [N
Full - backs up the selected content with all histary, o .
Differential - backs up all changes ko the selected content since the last full Differential

backup.

Back Up Only Configuration Settings
P onty 9 9 Data to back up:

Specify whether ta back up only the configuration settings Far this Farm without content, IS X . .
Choose this feature o restore configuration settings only ko a different Farm, By default, Back up content and configuration settings

both configuration settings and content are backed up. e Bl p @illy EEfEE SEiiEs

Backup File Location .
Backup location:

Each backup job is stored in & separate Folder in the location vou specify, and each object |

Next, select whether you wish to perform a Full or Differential backup. You will also
need to nominate the location into which you wish to save the backup files. When you
have completed you selections press the OK button to proceed.

Readiness

\g} A backup or restore is currently in progress,
\‘\é Timer service is running.
< Administration service is running.

Preparing current backupfrestore job, If the backup/restore job does not begin after five minutes, make sure that the Microsoft SharePoint Foundation Timer Service is
running.

|4 refresh /O\.l'iew History

There are no current or recent backup or restore processes to show, If vou recently started a backup or restore process, vou maw need ta refresh this page after several
minutes For it to appear,

Once you have press the OK button, the backup will be scheduled to run via the
SharePoint Timer service. Click on the Refresh option at any point to receive an updated
status of the backup.
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Readiness
\:D A backup or restore is currently in progress,
\‘? Timer service is running,
£ Adrninistration service is running.
|4 refresh /O\.-'iew History
Backup
Fequested By SERYER\Administratar
Fhase In process
Ttem (Current) Total) /94 (Farm\Microsoft SharePaint Foundation Web Application’SharePaoint - 40360
WSS _Content_Sf4bdadd47954510bF357h0cF e 91 cBe2)
Start Time 3/16/20101:07 PM
Top Cormnponent Farm
Backup ID Gaab32de-d07 c-4a37-546e-4015ae042 386
Directary c:\backupispbroooo),
Backup Method Full
Backup Threads i}
\Warnings 1]
Errors 0
Marme Progress Last Update Failure Message
Farm In process 3162010 1:07 PM

In the above screen you can see that the status of the backup is running.

Readiness

Mo backup or restore in progress,
Tirmer service is running.

“ed

Administration service is running.

|4 Refresh /O'u'iew Histary

Backup

Requested Bv  SERVER\Adminiskrakor

Phase Completed

Start Time 3/16/2010 1:07 PM

Finish Time 3M16/2010 115 PM

Top Component Farm

Backup ID faah3zde-d07c-4a37-346e-4015ae0az 3ab
Direckory cibackuptsphrono,

Backup Method Full

Backup Threads 3

\Warnings 0
Errors 0
Marne
Farm

| ! e — — —

Once the backup is complete you will be able to scroll down to display the job history as
well as any events that may have occurred.
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Readiness

@ Timer service is running,
@ administration servics is running.

2 W backup or restore in progress, Backup and Restore Job Status

Backup Directory Location: |C:\backup

Results 1-1 of 1 jobs.

P Beqin Restore Process
Seleck Top Component Tvpe Method

[ @ Farm Backup Full

Refresh

Finish Time Failure Message

F16(2010 1:15 PM

Each backup you run via the browser interface is retained in the logs under History.

ackup',spbro000

:JV| . = Computer ~ Local Disk (i) - backup - spbr0000 -

Organize «  Includeinlibrary «  Sharewith «  Rew folder

-
) =1 Mame =
- Favorites

B Desktop
4 Downloads

| 8888526b-f 1Fa-4549-af6iE-daaest7iib1 2
J abaab4d0-3b99-425c-8511-6b1c536df 206
|| 00000000, bak,
|| 00000004, bak,

y
= Recent Places

-4 Libraries
= Documents || 00000008, bak
2 Music || 0000000C. bak
= Pictures || 00000000 bak
E videos || no00000E. bak
I _ || DO000O0F, bak,
1M Computer

L_f Local Disk (C:) k] 0000000153k

4 4Recycle.8in || 00001 A.bak
[ . backup _| [ Jooooooie.bak
|| o000001C.bak
|| o0000010.bak
|| oo0noo1E, bak
|| booooo1F, bak
|| ooonoooz, bak
| 0000024, bak,
|| bO0000ZE, bak,

4. Documents and £
. inetpub
. Perflogs
. Program Filas
. Program Files (=&
. ProgramData
. Recovery
A System Yolume IILI

’ 117 items

- [“_]] I Search spbr0000
~ 0O @&

Drate modified | Type | IL
16/03/2010 1:10 PM File Folder

16/03/2010 1:10 PM File: Folder

16/03/2010 1:07 PM BAK Filz ZKE _—
16/03/2010 1:07 FM BAK Filz ZKB
16/03/2010 1:07 PM BAK Filz ZkB
16/03/2010 1:07 PM BAK Filz 2kE
16/03/2010 1:07 FM BAK Filz ZKB
16/0372010 1:07 PM BiAK File ZKB
16/03/2010 1:07 PM BAK Filz 2kE
16/03/2010 1:07 PM BAK Fil 2KE
16/03/2010 1:07 PM BiAK File ZKB
16/03/2010 1:07 PM BAK Filz 2kB
16/03§2010 1:07 PM Bk File 2KE
16/03/2010 1:07 PM BAK File ZKB
16/03/2010 1:07 PM BAK Filz ZkB
16/03/2010 1:07 PM BAK Filz ZKE
16/03/2010 1:07 FM BAK Filz 1KE
16/03/2010 1:07 PM BAK Filz 1 KB
16/03/2010 1:07 PM BAK Filz 3kE LI

If you examine the location in which you select the backups to be stored you will see

something like that shown above.

Restore from a backup
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The WSF restore process from the SharePoint Central Administration tool is very much
like the previously described backup function.

_\ gﬁrePointzom Central Administration » Backup and Restore

Central = Farm Backup and Restore

Administration B Perform a backup | Restore from a backup | Configure backup settings
application Managernent Wiew backup and restore history | Check backup and restore job status

Systern Settings 3
¥ Granular Backup

itari B . . . )
Manitaring i Perform a site collection backup | Export a site or list
Backup and Restore Recover data from an unattached content database | Check granular backup job status
Security

Upagrade and Migration

General Application
Settings

Configuration Wizards

Select the Backup and Restore option from the Quickstart menu and then select Restore
from a Backup located under the Farm Backup and Restore section.

P gm“‘repointmm Central Administration » Restore from Backup - Step 1 of 3: Select Backup to Restore
o Use this page to review backup and restore history,

cencral Readiness
administration
Application Managernent \{/ Mo backup or restore in progress. Backup and Restore Job Status

@ Tirner service is running.

Systern Settings &

¥ Adrinistration service is running.

Manitoring
Backup and Restars Backup Directory Location: Ic:\backup Refresh
Security Results 1-1 of 1 jobs,

Upgrade and Migration

General Application
Settings Select Top Component: Type Method Finish Time Failure Message

Configuration wizards

H Farm Backup Full 3/16/2010 1:15 PM

et Cancel

Next, nominate the location into which you saved a previous backup and press the OK
button to continue.
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Central Administration » Restore from Backup - Step 2 of 31 Select Component to Restore

Systern Settings ¥ Timer service is running.

. @ administration service is running.
Monitaring

Backup and Restars Select component to restore

Zelect the top-level component to restare.

Security
Upgrade and Migration Select  Component Type EBackup Failure Message
General Application = Farm Farm
Settings SharePoint_Config_8134cf5e-5950-4749-896e-d54 366592820 Configuration Database
Configuration Wizards v =) SharePoint Server Stake Service State Service
[H State Service State Service Application
v =l Microsoft SharePoint Foundation Web Application Microsoft SharePaint Foundation Web Application
v [#l SharePaint - 40360 wieh Application
v [+l SharePoint - 80 tweh Application
(=155 _Administration Central Administration
[+l SharePoint Central Administration w4 tw'eh Application
ird |=lSharePoink Serwer Stake Service Proxy State Service Proxy
State Service State Service Application Proxy
v =l SPUserCodetd Microsoft SharePoint Foundation User Code Service
[Solution Yalidatars Group, ] Backup Group
User Code Load Balancer Provider using Popularity User Code Load Balancer Provider using Popularity
[Resource Measures Group.] Backup Group

L T g.ﬁ_* P . Select the components to restore,

& arePoint 2010 . . . .

. If & comnpanent is listed, but cannot be selected, it is either because the backup does not contain the component ar there was an error during the
backup. You can see the associated error message under the Backup Failure Message heading.
Tao continue with the restaration process, click Next. To select a different backup file that contains a different set of components, click Previous |

Central

X . Readi
Administration eadiness
Application Management \‘5 Mo backup ar restore in progress. Backup and Restore Job Status

If a number of previous backups are present in this location you can select from those
available. Select Continue Restore Process when ready.

Next, check the items from the farm that you wish to restore. In most cases you will
want to restore the complete farm. Select Continue Restore Process when you are
ready.

Central Administration » Restore from Backup - Step 3 of 30 Select Restore Options
I Use this page to specify options for restoring from a backup, Learn about restoring from backups.

Even after a restore completes more steps may be required to bring the farm into a ready state,

Wwarning: this page is not encrypted for secure communication, User names, passwords, and any other information will be sent in clear text, For
rore information, contact your administrator,

Readiness

\‘\5‘ Mo backup or restore in progress, Backup and Restore Job Status
\‘?‘ Timer service is running.
¥ Administration service is running.

Restore Component .
Restore the following component:

This is the top level item you have chosen ko restore, Farm =

Restore Only Configur ation Settings
Data to restore:

Specify whether to reskore only the configuration settings From

this backup package, Choose Restare only configuration settings' # festore content and configuration settings
if wou plan to restare vour settings onto new hardware, By ') . . .
default both configuration settings and content are restared. Restore only configuration settings

Restore Options
Type of restore:

To restore ko a Farm with the same computer names, web

application narmes and database servers as those in the backup 2 Mew configuration
Farm, select 'Same configuration'. To restore to a Farm with e . .
different computer names, web application names or database Zame configuration

servers, select Tew configuration’,

Login Names and Passwords

Q@
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Next, select whether you are restoring to a new configuration or the same
configuration.

If you select the same configuration you will be prompted by a warning message that
you need to accept by press OK before proceeding.

Enter the login details for the WSF site and press OK to continue.

The restore process will now be scheduled to run with SharePoint Timer Service. You
can view its progress by pressing the Refresh option at any point.

When the restore process is complete you can scroll through any messages that were
generated by the backup process.

Unfortunately, it is not possible to schedule the backup process via the browser
interface, it can only be used for immediate backup and restore functions. To schedule a

regular backup of WSF data you will need to use the command line stsadm tool.

For more information about using the command line stsadm tool to complete WSF
backup and restores see Chapter 13 — Troubleshooting.

Configure backup settings

) §FgrePoint2010 Central Administration » Default Backup and Restore Settings

Use this page to configure your default backup and restore settings. These will be the defaults for each farm backup and restore,

Central
Number of Threads
Administration Mumnber of backup threads:
Application Management  Specify the number of threads to use for backup and restore. More threads may lead to 3
. improved performance, howewver, information in the log files For backup and restore may X
Systermn settings become mare difficult to read. Prosellals Wallnzss 1-11
Monitoring Nurnber of restore threads:

3
Backup and Restare IPnssibIe Values: 1-10
Security
Upgrade and Migration Backup File Location :
o Backup location:
General Application Each backup job is stored in a separate folder in the location you specify, and sach object I:'\ba:kup
Settings is backed up to an individual file in that Foldsr, Learn sbout backup locations, E)éarnphé‘ ‘\\backuphSharePaint

Configuration wizards

oK Cancel

View backup and restore history
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P gﬁ’é”rePointzmo Central Administration » Backup and Restors History

Use this page to review backup and restore history.

central Readiness
Administration
application Managernent @ Mo backup or restore in progress. Backup and Restore Job Status

Systern Settings Tirner service is running,

o ! Adrministration service is stopped. Start the Microsoft SharePoint Foundation Administration 2010 service in order for the operstion to
Monitoring continue,

Backup and Restare
" Backup Directory Location: |c:\backup Refresh |

Security
Results 1-2 of 2 jobs,

Upgrade and Migration

General Application .
Settings b Begin Restare Process

Configuration Wizards
Select  Top Compaonent  Type Method  Finish Time Failure Message

[ Farm Restare  Mew 3/29/2010 2:47 PM Object Search instance Failed in event OnPostRestare. For more information, see the errar log
located in the backup direckary.

o H Farm Backup  Full 3162010 1:15 PM

Check backup and restore job status

> ¥harePoint 2010 Central Administration » Backup and Restore Job Status
o Use this page to view the backup or restore job status,

central Readiness
Administration
application Managernent \4‘ Mo backup or restore in progress,

& Timer service is running.,

o ! Administration service is stopped, Start the Microsoft SharePoint Foundation Administration 2010 service in order for the operation to
Munlturmg continue.

Systermn Settings

Backup and Restore Prepating current backupjrestore job, IF the backupjrestore job does not begin after Five minutes, make sure that the Microsoft SharePoint Foundation Timer Service is

Security running.

Upgrade and Migration

- Refresh P view Hist
General Application 4 Refres 4 e Ristary

Settings
Configuration Wizards There are no current or recent backup or restore processes to show, IF you recently starked a backup or restore process, you may need ko refresh this page after several
rinutes For it ko appear.,

Under this section are 4 items: Perform a site collection backup, Export a site or list,
Recover data from an unattended content database, and Check granular backup job
status. You can click on any of these to access their properties.

Perform a site collection backup
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Central
Administration

Systern Settings
Monitoring

Backup and Restore
Security

Upgrade and Migration

General Application
Settings

Configuration Wizards

Application Managerment

P &harePoint 010 Central Administration » Site collection backup

Use this page to back up the contents of a site collection,

Readiness
\‘_ﬁ Ma site collection backup is in progress.
v Timer service is running.

Site Collection

Select a site collection.

File location:

Specify the destination for the backup package.

Site Collection: | http://server -

Filenarme:

™ overwrits existing file
Example: “sbackup\SharePointiSitel.bak

Start Backup Cancel

Export a site or list

" > SharePointzo0 Central Administration » Site Or List Export

Central
Administration

Application Management
System Settings
Maonitoring

Backup and Restore
Security

Upgrade and Migration

General Application
Settings

Configuration Wwizards

Uze this page to export the contents of a site or a list.

Readiness
\‘_4/‘ Mo export is in progress.,
% Timer service is running.

Site Collection
Select a site or list to export, First select the site collection that contains the site, then

select a site to export, To export a list, select the sike collection and site that contain it,
and then select the list,

File location:

Specify the destination For the export package.

Export Full Security

Export full security of the site, incuding authar, editors, created by times, and modified
by times, This also includes all users in the sites,

Export Yersions

Select the wversion history information to include For files and list items. You can include sl

wersions, the last major version, the current wersion, or the last major and last minar
Wersions.

Site Collection: | http://server =
Site: Jtest «

List: Mo selection -

Filenarne:

7 overwrits existing files
Exarmple: \whackuphSharePainthexport.crmp

r Export full security

Export versions
IAH Versions =

Recover data from an unattended content database
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Application Management  Database Name and Authentication

Database Server
Systern Settings

Specify the content database server and content database name ko connect to, ISERVER\ShareDoint

Monitering Use af Windows authentication is strongly recommended. To use SOL authentication, Database Narme
Backup and Restore specify the credentials which will be used bo connect ko the database. I
Security

Database authentication
Upgrade and Migration

General Application

@ windows authentication (recommended)

Settings & SQL authentication
Acocount
Configuration Wizards I
Password

Operation to Perform

Choose operation:
Select an operation to perform on the content database you selected, You can browse &
the content of the content database, perform a site collection backup, or expart a site ar Browse content

list, . .
= o] Backup site collection

C Export site or list

et

[ SIEreFOITTT20T0 . . .

- Use this page to connect to a content database that vou wish to explore or retrieve content from. The content database does not need to be
attached to a farm.

Central wiarning: this pags is not encrypted for secure communication, User names, passwords, and any other information will be sent in clear text, For

administration rare infarmation, contact your administratar,

Cancel

Check granular backup job status

¥ aaPoint o Central Administration » Granular Backup Job Status

Use this page to view the status of an export operation or a site collection backup.

Central Readiness

Administration & Mo site collection backup is in progress,
o .

application Management ¥ Mo export s in progress.

& Timer service is running,
Systemn Settings

Manitarin
N 1A Rrefresh
Biackup and Restore

Security _ .
Site Collection Backup
Upgrade and Migration
Pa g. Current Job

General Application Status Mo operation in progress.,
Settings :

Previous Job
Configuration wizards Skakus Mo presvious job,

Content Export

Current Job

Status Mo operation in progress,
Previous Job
Status Mo previous job,

5.7 Security
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Central
Administration

Systermn Settings
Manitaring

Backup and Restare
Security

Upgrade and Migration

General Application
Settings

Configuration Wizards

"~ SRarePoint 2010

Application Management

Central Administration » Security

Users
Manage the farm administrators group
Specify web application user policy

#
o

General Security

Configure managed accounts | Configure service accounts
Configure passwaord change settings
Manage trust | Manage antivirus settings
Manage weh part security | Configure self-service site creatian

Information policy
Canfigure information rights management

-]
-
w
¥

Approwe or reject distribution groups

Specify authentication praviders
Define blocked file types

Once you select Security from the Quickstart menu on the left you will be presented
with the screen above, showing 3 items: Users, General Security and Information policy.
Each of these heading has a number of management links underneath that you can click.

Users

Under this option are the following links: Manage the farm administrators group,

Approve or reject distribution groups and Specify web application user policy.

Manage farm administrators group

Groups

Administration

application Managerment r
Systern Settings

Monitoring

Backup and Restore

Security

Upgrade and Migration

zeneral Application
Settings

Configuration Wizards

Mew -
Farm Administrators
Mare... C

r
Central

.' > "S’ﬁ'é"repointmm Central Administration » Site Settings » People and Groups - Farm Administrators

Mermbers of this group have full access to all settings in the farm. They can also take ownership of any content site,

Searchthis site...

Actions = Settings -
W Picture Marne About Me Job Title
BUILTIMVAdministrators
S
[I—
SERVERYadministratar
S
[I—

)
View:  Detail Yiew -

Department

Approve reject distribution groups
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Give Feedback

ER\adrninistrator

‘§ﬁ§rePointzolo Central Administration » Distribution Groups @ Approved Distributio..

Directory Management Service Approval List

Search his it P, 0
O Title

There are no items to show in this view of the "Distribution Groups" list. To add a new item, click "Mew".
Application Management

Central Alias Owner E-Mail

Administration

Description Approval Status

Systemn Settings 4 add new itermn

Monitaring

Biackup and Restore
Security

Upgrade and Migration

General Application
Settings

Configuration Wizards

& Recycle Bin

2 anl site content

Specify web application user policy

_‘ §F§rePoint2mo Central Administration » Policy for Web Application

See 4lso

Change Anonyrmous

Access Restrictions A add Users X Delete Selected Users L3 Edit Permissions of Selected Users Web Application:  http:/ /server/ -

Manage Permission

Folicy Levels User Narne Fermissions

[T Zone
[ (Al zones)
[T tall zonesy

Display Mame
NT AUTHORITWLOCAL SERVICE

Search Crawling Account

NT AUTHORITALOCAL SERVICE

Full Read

NT AUTHORITWMETWORK SERVICE Full Read, Full Control

Central
Administration

application Managerment
Systermn Settings
Monitoring

Backup and Restore
Security

Upgrade and Migration

General Application
Settings

Configuration Wizards

B/ Recycle Bin

21 &Nl site Content

General Security

Under this option are the following links: Configure managed accounts, Configure
service accounts, Configure password change settings, Specify authentication providers,
Manage trust, Manage antivirus settings, Define blocked file types, Manage web part
security and Configure self-service site creation.
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Define blocked file types

Give Feedback SERVERNadministrator

Central Administration » Blocked File Types

Use this page to prevent specific file types from being saved or retrieved from any site on this server, If a user tries to save or retrieve a blocked
file type, he or she will see an error, and will not be able to save ar retrieve the file,

< SRarePoint 2010

2]

Central
Administration weh Application:  http://server:40360/ -
Application Management  Type each file extension on a separate ling,
Systern Settings

o ade -
Monitoring adp
Backup and Restore 3PP j
asa
Security ashx
. EaEs
Upgrade and Migration asp
General Application bas
Settings bat
cdx
Configuration Wizards cer
chrn
class
crnd
cnt
com
canfig

cpl =

Filenames that include braces {for example, filename . {doc}) are blacked sutarmatically.

O Canicel

WSF has a number of default file extensions that are blocked. To remove an item from
the list, simply delete it. Alternatively, if you wish to add an entry simply type the
extension on a line by itself anywhere in the list. Press the OK button at the bottom of
the page to update WSF.

Manage Web Part Security

Web parts are interactive pieces of code that show information from other areas in
WSF. In here you can specify whether to allow the ability to create connections between
web parts as well as whether users can access the Online Web Part gallery which

provides web parts from the Internet.

Specify authentication Providers
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Central
Adrministration

Application Managerment
Systemn Settings
Manitoring

Backup and Restore
Security

Upgrade and Migration

General Application
Settings

Configuration wizards

&, SRarePoint 2010 Central Administration » Authentication Providers

Zone Wembership Provider Mame

Default windows

wieb Application:  http:/fserver/ -

o

The ability to access WSF sites is controlled through Authentication providers not

directly by WSF. There are a number of different Authentication providers available, the

most common being via Windows and/or Active Directory. However, using different

zone configurations in WSF it is possible to have the same content authenticated via two
different methods.

Central
administration

application Managerent
Systemn Settings
Manitoring

Backup and Restore
Security

Upgrade and Migration

Genersl Application
Sethings

Configuration Wizards

Web Application

Zone

These authentication settings are bound to the Following zone.

Authentication Type

“hoose the type of authentication you want to use For this zone. Learn about configuring
authentication.

Anonymous Access

‘fou can enable anonymous access For sices on this server or disallow anonymous access
For all sites. Enabling anonymous access allows site administrators to turn anonymaus
access on. Disabling anonymous access blocks ananymous users in the web. config File For
this zane. Mote: If ananymous access is burned off when using Forms suthentication
made, Forms aware client applications may Fail ko authenticate correctly.

Client Object Model Permission Requirement
‘¥ou can require that the user must have the Use Remate Interfaces permission in order ko
use the Clisnt Object Model to access the server, The Client Object Model is used by some

patts of the UL Enabling this prevents users from performing some tasks using the UT if
they do not have the Use Remote Intetfaces permission,

IIS Authentication Settings

Kerberos is the recommended security configuration to use with Integrated Windows

Web Application: http://server;

Zone
Default

Authentication Type
@ windows
o Forms
o ‘Web single sign on

Enable anonymous access

v . .
F Require Use Remote Interfaces permission

It

Integrated Windows authentication

To change the provider for any zone simply click on the name of the zone.
Information policy
Under this option is the following link: Configure information rights management.

Configure information rights management
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.k' §F§rePointzo1o Central Administration » Information Rights Management

Central Information Rights Management
pecify the location of Windows Rights Management Services
Administration 5 fy the locat f ind Rights M t S
. IRM helps protect sensitive files from being misused or distributed without permission ance (RMS):
Application Management  they have been downloadzd From this server, & Do not use IRM an this server
Systern Settings ' Use the default RMZ server specified in Active Directory
Monitaring © Use this RMS server:

Backup and Restore I
Security
Upgrade and Migration

0K Cancel
General Application
Settings
Configuration Wizards
5.8 Upgrade and Migration
& SharePoint 2010 Central Administration » IUpgrade and Migration
central Ei Upgrade and Patch Management
Administration ﬁ Convert farm license type | Check product and patch installation status
application Management Review database status | Check upgrade status

Systermn Settings
Manitaring

Backup and Restore
Security

Upgrade and Migration

General Application
Settings

Configuration Wwizards

5.9 General Application Settings
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Central
Administration

Application Managernent
Systermn Settings
Manitaring

Baclup and Restore
Security

Upgrade and Migration

General Application
Settings

Configuration Wizards

&

é _"gﬁ'grePcintzom Central Administration » General Application Settings

External Service Connections
Configure send to connections | Configure document conversions

SharePoint Designer
Configure SharePoint Designer settings

Search
Farm-wide Search Administration | Crawler Impact Rules

5.10 Configuration Wizards

Central
Administration

Systemn Settings

Maonitaring

Security

General Application
Settings

Backup and Restore

Upgrade and Migration

Configuration Wizards

Application Management

&, "§F§rePoint20m Central Administration » Configuration Wizards

= Farm Configuration

o] Launch the Farm Configuration wizard

5.11 Conclusion
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This guide continues to be a work in progress and | encourage comments and feedback
of any type. The only way that the Guide will improve if these is continued feedback.

Please send your comments and feedback to director@ciaops.com.
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